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The rapid expansion of Internet of Things (IoT) devices and services is continuing and even being catalyzed by the COVID-19 pandemic with the number of Internet-connected devices already far exceeding the number of people on the planet, leading to widespread implications for natural and digital ecosystems. There is a growing cadre of Environmental, Social, Governance, and Technology (ESG+T) frameworks and initiatives to measure these impacts, which are being rolled out to better inform both investors and consumers about the impacts of firms’ operations made all the more timely given both supply chain bottlenecks and pressing climate change goals. One such tool that is receiving increased attention is trustmarks, particularly labels. Efforts are already underway in Europe to incorporate privacy and cybersecurity information into existing CE labels, which are required for products with EU specifications.1 To date, though, there has been no attempt in the legal literature, that we could identify, to account for global developments in such trustmarks that are seeking to communicate meaningful information about the cybersecurity and privacy

characteristics of Internet-connected devices and services to consumers. There are likewise divergent efforts underway to promote information transparency for investors. As regulators and civil society groups in Asia, and increasingly in the United States, are actively questioning the utility of how such trustmarks could function, and how to promote transparency more broadly in this space for investors and consumers alike, the time is ripe to conduct a survey of attempts to date, and identify where they have fallen short. As new trustmarks are fashioned, what lessons should be taken from the sustainable development movement and environmental reporting standards, along with best practices from cognitive science, marketing, and human decision-making?

INTRODUCTION

The environmental cost of our knowledge-driven economy is relatively well documented, and increasingly intertwined with pressing cybersecurity and privacy concerns. Consider the fact that Bitcoin mining alone now constitutes 110 terawatt hours annually, which is roughly 0.55% of global electricity production. The demand for Bitcoin and other cryptocurrencies is being driven in part by cybercriminals, who rely on the distributed architecture of the blockchain technology underpinning these virtual assets to help anonymize their activities. This, in turn, has helped to fuel the epidemic of ransomware attacks hitting hospitals, schools, and other critical infrastructure providers across the United States and, indeed, around the world, leading to crackdowns, including in the United States and China, the latter of which banned cryptocurrency transactions in September of 2021.


A central facet of the digital revolution, also known as the “Fourth Industrial Revolution,” is that it is occurring alongside a global push toward sustainability to address the dire impacts of climate change, which the United Nations has called “the defining crisis of our time.” Yet the new wave of industries that are increasingly being sought, and supported, by governments around the world to fuel the green revolution, including by the United States—such as artificial intelligence, machine learning, quantum computing, and blockchain—are energy intensive. Thus, while the likes of AI can help address climate change by developing new models to detect and track carbon emissions, it can also contribute to the very collective action problem that it is trying to solve.

There is a growing corpus of work exploring the intersection of climate change, cybersecurity, and sustainability, including the rush for rare Earth minerals that are essential to battery technologies. Less attention has been paid to sustainability in the Internet of Things (IoT) context, which is exploding with the number of Internet-connected devices already far exceeding the number of people on the planet with McKinsey projecting forty-three billion IoT devices by 2023, causing widespread implications along with positive and negative externalities for both natural and digital ecosystems. Yet we have Environmental, Social, Governance and

7. See Payal Dhar, The Carbon Impact of Artificial Intelligence, 2 Nature Mach. Intel. 423, 423 (2020), https://doi.org/10.1038/s42256-020-0219-9 (“[T]he carbon footprint of training a single big language model is equal to around 300,000 kg of carbon dioxide emissions. This is of the order of 125 round-trip flights between New York and Beijing, a quantification that laypersons can visualize.”).
Technology (ESG+T) frameworks and tools at our disposal that have emerged thanks to the early environmental and later sustainability movements to help inform both investors and consumers about the impacts of these products, including through ESG reporting and trustmarks.

Efforts are already underway in Europe and Singapore to incorporate cybersecurity and data privacy information into existing CE trustmarks and labels, for example.\(^\text{11}\) The Biden Administration also announced a pilot project in 2022 that would roll out the first U.S. IoT device labels in 2023.\(^\text{12}\) To date, though, there has been no attempt in the legal literature that we could identify to account for global developments in digital trustmarks seeking to communicate meaningful information about the cybersecurity and privacy characteristics of Internet-connected devices and services to consumers, while promoting information transparency to investors is likewise immature. As regulators and civil society groups in Asia, and increasingly in the United States, are actively questioning the utility of how such trustmarks could function, the time is ripe to conduct a survey of attempts to date, and identify where they have fallen short. As new trustmarks are fashioned, what lessons should be taken from the sustainable development movement and environmental reporting standards, along with best practices from cognitive science, marketing, and human decision-making? More broadly, how can we promote transparency and better inform both investors and consumers about both the environmental and data governance practices of firms? Reporting and disclosure regimes have been shown to be integral to effective information sharing, which in turn is central to promoting communication, coordination, and ultimately trust in polycentric systems such as IoT.\(^\text{13}\)

This Article is structured as follows. Part I briefly surveys key lessons from the evolution of the modern environmental movement to situate the


discussion and better understand how grassroots movements translated into private and public sector actions, from Earth Day to the passage of the National Environmental Policy Act, that gave rise to environmental impact studies (EISs). Part II analyzes cybersecurity and privacy challenges in the IoT context. Part III critiques ESG frameworks and tools; those facing both investors, and consumers. It does this by first surveying federal, state, and private efforts at informing investors about ESG+T data, including key security, privacy, and governance challenges within the IoT context, and how leaders have thus far tried—and often failed—to better understand the many impacts of their decisions using ESG+T as a lens. It then summarizes the use of trustmarks in the environmental and tech contexts to better inform consumers about the ESG+T footprints of IoT devices. Part IV features a comparative case study examining how the United States, European Union, and various Asian nations are experimenting with ESG reporting and trustmarks to better inform investors and the public. Finally, Part V offers key findings and policy recommendations for policymakers and practitioners who are interested in designing both consumer-facing trustmarks, and Digital Impact Statements (DISs). We conclude with a survey of further research that needs to be done to fully realize this burgeoning field.

I. LESSONS FROM THE BIRTH OF THE ENVIRONMENTAL MOVEMENT

This Part surveys the history of the environmental movement before moving on to discuss how it was operationalized into the ESG paradigm, and more recently, expanded to include technology under ESG+T.

A. Regulating Environmental Protection

Environmental law in the United States has an exceedingly long and checkered history. Towns, cities, and states struggled with the regulation of environmental issues for centuries in this country. The regulation of our air, water, and land has been a constant and elusive problem dating back to the colonial era.14 U.S. environmental law can be seen as existing in two basic states: long periods of incremental changes, and short periods of rapid evolution in an effort to avoid or respond to environmental disasters.15 There

are several examples of attempts at regulation and environmental disasters that resulted from a lack of sufficient regulation. In 1881, two of the first laws setting air emission standards were created in Chicago and Cincinnati. Thirty years later (with a rapid increase in industrialization), most of the large U.S. cities had some form of regulatory control over air pollution to attempt to counteract ever-increasing air contamination.

Throughout the first 100 years of U.S. history, water pollution has been primarily regulated by states and local governments. By 1893, most federal courts believed that the federal government should manage interstate waterways to safeguard national waters. Most federal water regulations prevented dumping that blocked or impeded water flow and/or water transportation. The federal government muddled through the environmental quagmire for another sixty years before engaging in serious environmental regulation and enforcement.

The refusal to promulgate comprehensive federal environmental legislation, coupled with a population explosion and largely unregulated industrialization, resulted in numerous historic environmental catastrophes. More serious disasters led to public outcries and federal regulatory response. For example, in Donora, Pennsylvania, a smog inversion in 1948 resulted in almost seven thousand illnesses and twenty deaths. As a result of the rising concern about air pollution, the Department of Health Education and


17. See FRANK P. GRAD, TREATISE ON ENVIRONMENTAL LAW § 2.01 (2021). These early laws were passed to control smoke emissions from local industries.


20. See The Daniel Ball, 77 U.S. 557, 563–64 (1870) (stating that rivers must be regarded as public navigable rivers, which “constitute navigable waters of the United States”).


23. See GRAD, supra note 17.

24. THE GREAT SMOG OF 1952, MET OFF., https://www.metoffice.gov.uk/weather/learn-
Welfare formed a new administrative agency, the National Pollution Control Administration of 1955. However, this did little to stem overall toxic releases into the air.

As early as 1824, the U.S. Supreme Court recognized the federal government’s right to regulate the use of its navigable waters. Part of the Rivers and Harbors Act of 1899 prohibited the dumping of refuse into navigable waters and adjacent banks (if the refuse could wash into a navigable water). After World War II, the rapid increase in industrialization and the population explosion resulted in more industrial waste and sewage being dumped into U.S. rivers and streams. Therefore, in 1948, Congress passed the Federal Water Pollution Control Act. However, the statute was anemic at best; it lacked any serious enforcement mechanism and relegated the United States to an advisory status. The United States collected data and gave advice to the states, and, like the early air regulations, the primary enforcement role was left to the cities, towns, and states, similar to what has recently played out in some aspects of cybersecurity as discussed in Part IV of this Article.

These examples typified the early American ideas toward environmental enforcement, in that, to the extent that there was any environmental enforcement, it was done by local or state regulators. In fact, it would be proper to say that, in many cases, the industry was allowed to


self-regulate. This laissez-faire attitude toward environmental enforcement led to several pivotal events that changed U.S. environmental regulatory policy. In 1962, Rachel Carson’s best seller, *Silent Spring*, raised the public’s concerns about the unregulated use of pesticides and their deleterious effect upon ecology.

Many say that it was the catalyst that began the modern environmental movement.

During the 1960s, industrial waste, public dumping, agricultural runoff, pesticides, and herbicides led the press to declare that “Lake Erie is dead.” The Secretary General of the United Nations, U Thant, told a global audience in May 1969 that it only had ten years to avert environmental disaster. In June, he placed the blame for the pending disaster upon the United States. The crisis was highlighted in June of 1969 when the Cuyahoga River ignited due to decades of pollution. Although the Cuyahoga burning made national headlines, it was by no means a rare event. Rivers in Baltimore, Buffalo, Philadelphia, and Detroit all had river fires at around the same time. Cuyahoga was thus neither the first river fire of the 1960s, nor the last. The

---

36. Id.
Santa Barbara oil spill of late 1969 resulted in the largest offshore contamination of U.S. water at that time, stretching from California to Mexico. These televised ecological disasters created a strong public demand for federal regulatory stewardship. The spring of 1970 saw the first Earth Day, where millions of Americans celebrated nature and protested the despoiling of the planet; this remains the largest protest in U.S. history.

These events, and many others, led to the passage of a series of the strongest environmental statutes in U.S. history. On New Year’s Day in 1970, President Nixon signed the National Environmental Policy Act (NEPA). This statute requires the federal government to use all practicable means “to create and maintain conditions under which man and nature can exist in productive harmony.” Following NEPA, there was an active decade of environmental lawmaking: the Clean Air Act (1970), the Clean Water Act (1972), the Federal Insecticide, Fungicide and Rodenticide Act (1972), the Endangered Species Act (1973), the Resource Conservation and Recovery Act (1976), and the Toxic Substance Control Act (1976) were all passed during this time. Later, the detection of hundreds of hazardous waste sites, culminating in the Love Canal incident, led to the


creation of the Comprehensive Environmental Response and Compensation Act (1980). To implement these statutes and better regulate industry, several environmental agencies were created: the Environmental Protection Agency (1970), the National Oceanic Atmospheric Administration (1970), and the Nuclear Regulatory Commission (1975). The private sector was also racing to keep up with both the public pressure for enhanced environmental protections, and these new regulatory requirements, contributing to the rebirth of corporate social responsibility (CSR).

B. Corporate Social Responsibility to Protect the Environment

The rapid growth of the environmental movement brought about a resurgence of the debate over corporate social responsibility and corporate governance. Milton Friedman famously stated that the primary purpose of corporations is to maximize profit for their shareholders. This harked back to Dodge v. Ford’s shareholder primacy, and that profits are the sole consideration of business officers and directors. Many scholars and commenters (or “commentators”) took issue with this philosophy of corporate governance and shareholder primacy, moving instead toward Berle’s theory of a corporation’s larger role in society. In 1981, Professor Kenneth R. Andrews of Harvard Business School observed:

If corporate power is to be regulated more by public law than by

---

53. See Origins of EPA, supra note 22.
private conscience, a large part of our national energy will have to be spent keeping watch over corporate behavior, ferreting out problems, designing and revising detailed laws to deal with them, and enforcing those laws even as they become obsolete. . . . The alternative to much greater but still inadequate intervention by the state in economic affairs is for businessmen to assume responsibility early as a matter of conscience rather than accept it late as a matter of law. 60

The transformation of the corporate form ultimately leading to CSR has been traced back to Roman conceptions of the firm. 61 This transformation, in conjunction with stakeholder theory, massive corporate growth, and the increase in hostile takeovers, created a diverse coalition of interests in the late 1970s and early 80s. 62 This alignment generated the perfect atmosphere for the formation of corporate constituency statutes. 63 Pennsylvania passed the first corporate constituency statute in 1983. 64 It specifically allowed directors, board committees, and individual officers the ability to consider the effect of their actions upon employees, suppliers, customers, and communities when making decisions regarding the best interests of the corporation. 65 Many other states soon followed suit and passed their own statutes, using Pennsylvania as a model governing business goals, interests, and operations. 66

By the early 1990s, the CSR and corporate constituency statutes provided fertile ground for the establishment of a new wave of corporate thinking: governance and reporting that came to be known as the Triple Bottom Line. 67 The phrase “triple bottom line” (TBL) was first coined by


61. Reuven S. Avi-Yonah, The Cyclical Transformations of the Corporate Form: A Historical Perspective on Corporate Social Responsibility, 30 DEL. J. CORP. L. 767, 770–73 (2005) (arguing that the dominant view of corporations throughout history was that they are separate entities controlled by their managers and that CSR was normatively acceptable even when it did not lead to the welfare of their shareholders).

62. See Orts, supra note 57, at 24 (arguing that politically diverse coalitions of stakeholders usually initiated these statutes).

63. Id.


65. Orts, supra note 57, at 27.

66. Id.

John Elkington in 1994 while working as a consultant (and co-founder) of the consulting business SustainAbility.\textsuperscript{68} TBL consists of the 3Ps: people (social responsibility), planet (environmental responsibility) and profit (economic gains and losses).\textsuperscript{69} In his book, \textit{Cannibals with Forks: The Triple Bottom Line of 21st Century Business}, Elkington predicts that reporting on environmental, social and economic information (TBL) will be a defining characteristic of corporate responsibility.\textsuperscript{70} By the early 2000’s, TBL (and the often interchangeable term “sustainable development,” which has a different meaning and etymology)\textsuperscript{71} became part of the institutional framework of businesses.\textsuperscript{72} Powerful and influential institutions, firms, and businesses, such as the Global Reporting Initiative (GRI), the UN Environmental Programme (UNEP), the DOW Jones Sustainability Index, and various accounting firms, all actively encouraged business initiatives and reporting revolving around TBL and related concepts.\textsuperscript{73}

The acceptance of TBL (and sustainability) as a preferred method of doing business gave rise to the emergence of ways to encourage and measure business success in addressing environmental, social, and governance concerns (ESG).\textsuperscript{74} The former Secretary General of the United Nations, Kofi Annan, began an international initiative in 2000 to bring companies and social organizations together to promote human rights, environmental protection, anti-corruption, and better working conditions (known as the UN Global Compact).\textsuperscript{75} Later, Secretary General Annan asked more than fifty CEOs of major financial institutions to work under the Global Compact to integrate ESG into the markets.\textsuperscript{76} In response, Morgan Stanley, BNP Paribas,
Credit Suisse, Goldman Sachs, Deutsche Bank, and HSBC developed guidelines for integrating ESG issues into finance to increase shareholder value. These businesses, holding over six trillion dollars in collective assets under management (AUM), encouraged businesses to adopt policies and reporting practices that consistently implemented ESG, as is discussed more fully below in Section I.C. As of 2019, there were over 2,400 signatories to the Global Compact, representing over $80 trillion dollars in AUM.

In sum, the environmental movement and its counterparts in social justice and corporate governance have potentially garnered the type of support few would have foreseen in the earlier years. However, it is important to not be complacent, and to critically examine the future of ESG. For example, do Elkington’s predictions regarding the digital age create a new set of social issues that can benefit from and short-cut the long and arduous history of environmental law that has led to ESG?

C. Understanding ESG+T

Why expand the concept of ESG to ESG+T (to include technology)? Let us look at some of the key developments in the evolution of ESG first and then tackle why a notion of ESG+T makes sense in today’s disruptive, technologically-enveloped world.

As was discussed earlier in Part I, the origins of the sustainability movement, and the eventual rise of ESG, date back to the 1980s when notions of “sustainability” and “corporate social responsibility” (CSR) were first formulated by both pressure groups and forward-thinking companies and their stakeholders, first in Europe, and more recently in North America, Asia, and Latin America. These early notions of business responsibility and sustainability were more systematically directed at social and environmental issues, with governance being a much more distant consideration at the time.

---

77. See Allegraert, supra note 74, at 667.
78. Id. at 668.
79. See Atkins, supra note 76.
81. See Wells, supra note 55, at 151 n.210 (stating that corporate governance was a main topic in its own right but it only peripherally touched corporate social responsibility; it only related to the internal corporate governance and not to the corporations relationship to non-shareholders). See generally Fischel, supra note 58, at 1273–79 (arguing in 1982 that those
In the late 1990s and early 2000s, important business and financial market developments arose, like TBL, to measure a company’s results (to include social and environmental results as well as the traditional financial results) and “socially responsible investing” (SRI) directed at, developed, and deployed by the private and public investment, analytical, ratings, and asset management communities. At the time, most of the focus was on the “E” and the “S” of what later became ESG. However, it was becoming increasingly clear that how corporate managers managed, and how boards oversaw management (in other words, governance), were an intrinsic part of the overall topic, even entering debates over the concept of sustainable development in international law.

Around this time, stock markets and indexes did not want to be left behind on addressing sustainability and corporate responsibility. Thus, we witnessed the emergence of the likes of the Dow Jones Sustainability Index and the FTSE4Good Index series at the turn of the century. Also notable at the turn of the century, was the launch of the Global Reporting Initiative (GRI), which remains a highly respected independent standards organization focused on helping businesses, governments, and other organizations analyze and report key issues that fall within the universe of ESG issues, including corruption, human rights, and climate change. In these developments we start to see the emergence of the “G” component of ESG, as topics like human rights and corruption fall squarely within the field of corporate governance, as well as qualifying as social issues.

Significantly to the climate-related challenges the world faces, a key development in the creation of environmental metrics was the founding, in

who argue that corporations have a social responsibility to consider the public welfare and that managers have a duty to consider those impacts misunderstand the managers’ role in governing).


83. See Latapi et al., supra note 80.


87. See Latapi et al., supra note 80, at 7–9 (discussing the operationalization of CSR by managers to fulfill the expectations of stakeholders including many socially responsible activities involving such things as the environment, human rights, anti-corruption, and labor).
2000, of the Carbon Disclosure Project, a U.K.-based global nonprofit that has helped both the private and public sectors in developing environmental impact metrics.\(^8\) The impact of climate change, from a financial metrics standpoint, received a boost from the launch of the Task Force on Climate Related Financial Disclosure (TCFD) by the Financial Stability Board in 2015 to develop climate-related disclosures to assist investors, lenders, and insurers to make better informed decisions, on the one hand, and help stakeholders, to better understand climate related financial impacts, on the other hand.\(^9\)

The actual, literal notion of “ESG” was first formulated through the Global Compact, discussed above.\(^10\) ESG first appeared as a concept in a joint communique from this group in 2004 declaring environmental, social, and governance matters as core to addressing and developing solutions to the planet’s greatest challenges.\(^11\) Related to this development was the launch of the UN Principles for Responsible Investment in 2006 and the independent International Integrated Reporting Council shortly thereafter.\(^12\) Also intricately related to these developments, but occurring a decade later, was the UN’s multi-stakeholder launch of the now omnipresent Sustainable Development Goals (SDG), which focus on seventeen core global ESG issues that the world must work on together to abate climate change, eradicate poverty and hunger, create equality and education, and many other laudable global goals.\(^13\) The SDGs have become part of the corporate lingo, often interchangeable (though not really so) within discussions about ESG.

Finally, another major, more recent wave of developments, focuses on the development of both corporate metrics and agency rating systems. Notable in the former category was the creation, in 2011, of the Sustainable Accounting Standards Board (SASB), which since has become one of the key reporting systems companies use to self-evaluate on a spectrum of environmental, social, and governance issues (divided into five buckets) that

---

10. See supra Part I.B.
are tied to seventy-seven different industry sectors.94 Amongst the notable ESG or sustainability ratings systems are the likes of Sustainalytics (which rates the ESG performance of listed companies), MSCI (which looks at a company’s material ESG risks and rates them), S&P Global ESG Ratings, and RepRisk AG, which, among other things, has developed an SDG risk lens around an array of ESG risks.95

Since the early 2000s, and especially in the last few years in North America, there has been a wave, and now a tsunami, of ESG-related activities. With the continuing growth and proliferation of ESG, government ESG regulations—especially in the EU, but also in the United States under the Biden Administration—are also increasing96. Far from stopping it in its tracks, the COVID-19 pandemic has had the effect of turbocharging the evolution of ESG as a key portfolio of issues, risks, and opportunities for business, government, and civil society, so much so that, over the last year, many of the competing ratings and metrics developments that have been taking place over the past two decades have decided to join together.97 The evolution in ESG is encapsulated in Figure 1.

---

96. See Veronica Poole and Kristen Sullivan, Tectonic Shifts: How ESG is Changing Business, Moving Markets and Driving Regulations, DELOITTE (October 29, 2021), https://www2.deloitte.com/us/en/insights/topics/strategy/esg-disclosure-regulation.html [https://perma.cc/CMX6-5A4C] (stating that across jurisdictions, regulators are creating rules that will require companies to disclose ESG information in their annual reports and regulatory filings. ESG concerns and investing are like a tectonic shift in business that set off a chain reaction for ESG regulations); see also Sofia Karadima, Regulations are Pushing Investors to Embrace ESG, INV. MONITOR (April 6, 2022), https://www.investmentmonitor.ai/esg/esg-regulation-investors-climate-transparency-survey/ [https://perma.cc/T6JL-M8MQ] (stating that a higher interest in ESG has led to a global increase in ESG regulations and using an Ernst & Young report to show that ESG regulations have almost doubled in five years).
But there is one big gaping hole in this entire journey: where are technology issues represented in this multi-decade ESG evolution given the avalanche of new, often uncontrolled, unregulated technologies in the forms of AI, machine learning, facial recognition technology, IoT, cybersecurity, biotechnology, quantum, 5G, etc.? Suffice to say that several of these topics—namely data privacy and cybersecurity—have made it to the list of issues considered in some of the ESG reporting frameworks or rating agency evaluations. However, we have not seen a systematic consideration of technology issues, risks, and opportunities either comprehensively considered throughout the existing ESG taxonomy, or considered as part of a standalone category that we might call “T.”

So, why add “technology”—another layer of issues, risks, and opportunities that are not directly, or just barely, addressed—to the still-evolving ESG discussion? We argue that it is simple: technology issues—the good, the bad, and the ugly—suffuse everything we do, every minute and every hour of every day, and they require the attention of decision-makers everywhere because they are integral to everyday life, in the short term and the long term.

The concept of ESG+T was originally developed in *Gloom to Boom: How Leaders Transform Risk into Resilience and Value* to focus attention, resources, strategy, and governance, especially within organizations—whether in business, government, civil society, education, or others—to get leaders to deploy a holistic approach to their ESG+T intangible issues, risks, and opportunities in a coordinated and strategic manner that builds long-term sustainability, resilience, and value. 99 This is, needless to say, easier said than done, but it involves promoting transparency in ESG+T metrics to important stakeholders, especially investors and consumers. Before turning to efforts to do so through stepped-up disclosure laws and trustmarks, we first turn to an introduction of privacy and cybersecurity challenges in the IoT context.

II. INTERNET OF THINGS PRIVACY AND SECURITY CHALLENGES

The explosion in Internet-connected devices and services has supercharged prevailing security, privacy, and governance challenges that have been ubiquitous online since the early Internet worms and viruses were introduced in the 1970s. 100 The idea of connecting devices to the Internet to augment their capabilities is not a new one; such “intelligent” products were envisioned in the 1950s and 1960s. 101 By the 1980s, smart sensors were being deployed in vending machines, 102 but even through the 1990s, a combination of slow connection speeds, limited computational capabilities, and a lack of economies of scale for sensors and chips held back the Internet of Things. 103 All of that started to change in the 2010s, making the “Internet of Things” (IoT), a term reportedly coined by Kevin Ashton in 1999, a reality. 104 As of

---

99. For an in-depth discussion of this topic, see generally ANDREA BONIME-BLANC, *GLOOM TO BOOM: HOW LEADERS TRANSFORM RISK INTO RESILIENCE AND VALUE* (2020).
100. Creeper, for example, was an early self-replicating virus that was released on the ARPANET in 1971, nearly thirty years since the concept was first proposed by the economist John von Neumann in the 1940s. See Tim Matthews, *Creeper: The World’s First Computer Virus*, Exabeam (Mar. 5, 2019), https://www.exabeam.com/information-security/creeper-computer-virus/ [https://perma.cc/NHP6-K5M5] (describing the Creeper computer virus).
2021, there were more than 12.3 billion Internet-connected devices, a figure growing at a 9% annual rate globally.105

Yet such a tale is one-sided, ignoring the many security vulnerabilities and amassing technical debt related to such unbridled growth. Already, IoT has proven to be fertile ground for cyber attackers, as seen in the Mirai botnet that crashed servers managed by the leading Internet services firm Dyn.106 Such episodes have led to a pessimistic view of IoT, as seen during the 2018 Black Hat cybersecurity conference, when for example, 93% of respondents “saw the future of IoT not necessarily as something smarter, but more dangerous, as they predict nation states will target or exploit connected devices in their droves over the coming year.”107

The security challenges in the Internet of Things are exacerbated by a lack of clarity on what constitutes “reasonable” cybersecurity in this context, along with pervasive privacy challenges. Some states, such as California, have taken steps to address this issue. For example, as of January 2020, under California Senate Bill 327, “any manufacturer of a device that connects ‘directly or indirectly’ to the internet must equip it with ‘reasonable’ security features, designed to prevent unauthorized access, modification, or information disclosure.”108 California has tied the definition of reasonability to common cybersecurity standards and frameworks such as the Center for Internet Security’s Critical Security Controls.109 However, ongoing


106. See Neena Kapur, The Rise of IoT Botnets, AM. SEC. PROJECT (Jan. 13, 2017), https://www.americansecurityproject.org/the-rise-of-iot-botnets/ [https://perma.cc/Y9HT-SM99] (“A bot is defined as a computer or internet-connected device that is infected with malware and controlled by a central command-and-control (C2) server. A botnet is the term used for all devices controlled by the C2 server, and they can be used to carry out large scale distributed denial of service (DDoS) attacks against websites, resulting in an overload of traffic on the website that renders it unusable.”).


confusion about the bounds of reasonability, combined with the challenge of effectively communicating such information to consumers, has limited the effectiveness of such interventions despite California’s large economic footprint, especially in tech.

As is discussed in Part III, it has long been challenging to communicate essential information to both investors and consumers such as the environmental and energy costs of the products that they purchase. Distilling and convening nuances of cybersecurity, privacy, and larger data governance issues to consumers is another matter, especially when that information is combined with sustainability messaging given the swelling environmental cost of smart products. There is potential for ESG+T frameworks and labelling to help in this effort, but to be successful, lessons from the environmental experience, along with consumer psychology marketing, must be applied.

III. CRITIQUING ESG FRAMEWORKS AND INITIATIVES: INFORMING INVESTORS AND CONSUMERS

This Part begins with a brief critique of ESG frameworks building from the discussion in Part I. It then pivots to summarize the public and private regimes that are being used to better inform both investors and consumers about the ESG+T risks they are navigating in the IoT context.

A. Problems with ESG

The growth in environmental awareness and increased concern for common ecological inheritances has contributed to the uptake of ESG


investments, as was discussed in Part I.\textsuperscript{114} The soaring attention to ESG investing has reshaped equity and fixed income markets.\textsuperscript{115} Thus, the ability of investors, lenders, suppliers, customers, and even governments to rely upon reliable, consistent, and comparable ESG information is now essential.\textsuperscript{116}

The history of ESG is directly correlated to the environmental and social movements that shaped America (both the failures and successes); yet even though U.S.-based movements helped to pioneer ESG tools and practices, in many ways the United States is lagging behind Europe and has for decades. Still, with each generation there has been an increasing expectation that corporations should commit to improving various nontraditional outcomes—ranging from addressing inequality, diversity representation, and climate change.\textsuperscript{117} Many informed investors seek investments that follow the SDGs, for example, so that their portfolios reflect their concerns regarding diversity, ecology, and equality, as well as profit.\textsuperscript{118} Indeed, nearly all large institutional investors utilize ESG in some way relative to investment decisions.\textsuperscript{119} The dilemma is that investors require ESG transparency, disclosures, and reporting, yet there are no clear uniform requirements or systems for ESG reporting and disclosures. For instance, most sustainability information is not disclosed in financial or securities filings; rather, it is noted in standalone reports that have been shown to be inconsistent and often unreliable.\textsuperscript{120} These reports are usually not prepared
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  \item \textsuperscript{114} See Daniel C. Esty & Todd Cort, \textit{Sustainable Investing at a Turning Point}, in \textit{VALUES AT WORK: SUSTAINABLE INVESTING AND ESG REPORTING} 3, 4 (Daniel C. Esty & Todd Cort eds., 2020) (attributing the growth of sustainable investing to the mainstream adoption of ESG metrics); March, supra note 98 (exploring the reasons why ESG has become more mainstream).
  \item \textsuperscript{115} See Esty & Cort, supra note 114, at 5 (stating the fact that green bonds grew from $2.6 billion to $257 billion from 2012 to 2019 alone).
  \item \textsuperscript{116} See Alexandra Thornton & Tyler Gellasch, \textit{The SEC Has Broad Authority to Require Climate and Other ESG Disclosures}, CTR. FOR AM. PROGRESS (June 10, 2021), https://www.americanprogress.org/article/sec-broad-authority-require-climate-esg-disclosures/ [https://perma.cc/HRE5-VDE3] (discussing the increased demand for SEC rules governing ESG related investment risks).
  \item \textsuperscript{117} See March, supra note 98 (discussing the public pressure on companies to commit to improving social outcomes).
  \item \textsuperscript{118} See id. (citing the growing number of investors who want to align their investments with their values).
  \item \textsuperscript{119} See Diane Strauss, Aisha I. Saad, \textit{Can Investors Rely on Corporate Sustainability Commitments?}, in \textit{VALUES AT WORK};, supra note 114, at 195, 197 (noting that 82% of investors consider ESG data when making investment decisions).
  \item \textsuperscript{120} See Jill E. Fisch, \textit{Making Sustainable Disclosure Sustainable}, 50 ENV’T L. REP. 10638, 10640 (2020) (describing the fragmented, inconsistent, and unreliable regime for sustainability disclosures).
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by lawyers skilled in disclosure laws, not reviewed by C-suite officials or board members, and not overseen by third party auditors.\textsuperscript{121} Instead, the documents are often prepared by marketing or public relations personnel, so they do not meet the standards for securities filings.\textsuperscript{122} Some mutual funds simply rebranded themselves or changed their strategy to emphasize ESG; and to highlight companies they hold that are more ESG oriented.\textsuperscript{123}

The bar for what constitutes corporate social responsibility and sustainable business practices is thus absurdly low, contributing to greenwashing.\textsuperscript{124} Actual business behavior may not be reflected by ESG labels or rankings. In fact, most ratings do not have anything to do with actual corporate responsibility as it relates to ESG factors.\textsuperscript{125} Instead, what they do measure is “the degree to which a company’s economic value is at risk due to ESG factors.”\textsuperscript{126}

Consequently, despite the success of ESG frameworks, both investors and consumers are still often left wanting reliable information to guide their investments and purchases. Regulators, industry itself, and civil society have stepped in to help in this effort, as is discussed next.

\textbf{B. Informing Investors}

Investors in publicly traded firms benefit from a range of disclosure requirements. As this Section explores, the Securities and Exchange Commission (SEC) has been active in both the sustainability and, recently increasingly, the cybersecurity contexts, as have states and the private sector.

1. SEC’s Role in Regulating ESG+T

Since its inception, the SEC has had the authority to require disclosures; a response to the 1929 market crash that resulted in the Great Depression.\textsuperscript{127}

\begin{itemize}
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    \item \textsuperscript{125} \textit{Id.}
    \item \textsuperscript{126} \textit{Id.}
    \item \textsuperscript{127} See \textit{SEC: Securities and Exchange Commission, History} (Dec. 6, 2019), https://
During that time, only a small percentage of Americans owned stock. However, the entire population was affected by the market turmoil and economic collapse. Federal laws were enacted and reformed to help guard against such an eventuality recurring. The basic premise of federal securities laws evolved to focus on disclosure. Traditionally, securities law did not concern itself directly with corporate conduct, rights, and obligations, which are the province of state corporate law.

As sustainability and climate change became a more prominent business concern over the course of the twentieth and into the twenty-first century, the SEC began issuing guidance to assist companies in utilizing SEC disclosures relative to climate change. Their 2010 guidance called upon businesses to disclose the potential effects of pending legislation or regulation; businesses would also have to consider disclosure, if material, of the difficulties involved in assessing the timing and effect of the pending legislation or regulation (positive and negative). The SEC also advises businesses to disclose potential obligations related to international accords and to monitor the progress of any potential agreements that could materially impact the business.

128. See Thornton & Gellasch, supra note 116 (quoting Professor Cynthia Williams, who states that only a small proportion of the U.S. population owned stock in 1930); see also Thomas Schwartz, The Great Stock Market Crash of 1929: Why History Textbooks and the Conventional Wisdom Get it Wrong, HOOVER HEADS (June 15, 2022), https://hoover.blogs.archives.gov/2022/06/15/the-great-stock-market-crash-of-1929-why-history-textbooks-and-the-conventional-wisdom-get-it-wrong/ [https://perma.cc/44JZ-5TQJ] (stating that only 2.5% of Americans owned stock, and that most Americans were not active in the stock market directly or indirectly at the time of the 1929 market crash).
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130. See Thomas Lee Hazen, Social Issues in the Spotlight: The Increasing Need to Improve Publicly-Held Companies’ CSR and ESG Disclosures, 23 U. PA. J. BUS. L. 740, 749, 752 (2021) (providing an overview of SEC disclosures and describing how the pressure from socially responsible institutional investors has forced businesses to self-disclose).

131. See Paul A. Davies, Paul M. Dudek & Kristina S. Wyatt, Recent Developments in ESG Reporting, in VALUES AT WORK: SUSTAINABLE INVESTING AND ESG REPORTING, supra note 114, at 161, 165 (surveying the current state of ESG disclosure rules and anticipating significant changes in the coming years).

More recently, there has been mounting pressure to specifically include ESG within the panoply of SEC mandated transparency and disclosures necessary to protect investors. Currently, though, there are no SEC disclosure regulations that directly address ESG in a holistic fashion. This has led to financial “greenwashing”, so much so that the SEC is currently investigating Wall Street usage of ESG and related terms.\footnote{133}{See Martin A. McCrory & Kyle T. Langyrdt, \textit{Cutting Out the Middle-Man: The Case for Direct Business Involvement in Environmental Justice}, 55 BUS. HORIZONS 357, 358 (2012) (describing the origin and meaning of “greenwashing”).} In March 2020, SEC’s Investment Advisory Committee urged the creation of standardized ESG disclosure regulations, noting: “Investment and voting based in part on ESG disclosure is front and center in today’s global investment ecosystem. Major business risks, decisions, and strategies stand upon ESG factors and investors are not being served or protected by piecemeal, ad hoc, inconsistent information currently in the mix.”\footnote{135}{See Davies et al., \textit{supra} note 131, at 163 (explaining the consequences of the SEC’s limited and high-level guidance regarding ESG disclosures).}

The SEC formed an ESG task force in March of 2021 focusing on identifying “material gaps or misstatements in issuers’ disclosures of climate risks under existing rules.”\footnote{136}{See SEC Announces Enforcement Task Force Focused on Climate and ESG Issues, U.S. SEC. & EXCH. COMM’N (Mar. 4, 2021), https://www.sec.gov/news/press-release/2021-42 [https://perma.cc/4W3A-836T].} In April of 2021, the SEC issued a “Risk Alert” to inform the public of occurrences of misleading statements regarding ESG investing processes and representations relative to global environmental frameworks.\footnote{137}{See DIV. OF EXAMINATIONS, U.S. SEC. & EXCH. COMM’N, \textit{Risk Alert: The Division of Examinations’ Review of ESG Investing} 3–4 (2021), https://www.sec.gov/files/esg-risk-alert.pdf [https://perma.cc/Y6BB-2U56].} The federal division warned of several observations of deficiencies and weakness relating to ESG investing processes and representations, such as portfolio management practices inconsistent with disclosures about ESG approaches, inadequate controls to ensure ESG-related disclosures and marketing are inconsistent with the firm’s practices, and unsubstantiated or otherwise misleading claims regarding ESG approaches.\footnote{138}{Id. at 4 (giving the example of fund holdings predominated by low ESG scores where the predominance was inconsistent with the firm’s stated approaches, unsubstantiated claims regarding their contributions to ESG when in fact their role was inconsequential, and statements that a fund investment had received a high score for each ESG component when it actually relied upon a composite ESG score).}

Companies recognize the deficiencies, and many are looking to the SEC for regulatory leadership. Recently, several C-suite executives...
issued a report that revealed that companies were “all over the map” when it came to ESG disclosures, and that companies overwhelmingly seek direction on ESG disclosure from the SEC. Despite the call for SEC action, the SEC issued a rule in 2020 that limited shareholder proposals under Rule 14a-8. The change makes it more difficult for small shareholders to be heard at a time when more shareholders are using this device to affect corporate ESG and climate policy.

As with ESG, the SEC is also ramping up cybersecurity disclosure requirements for investors, including material risks and media disclosures such as a firm having “strong cybersecurity procedures.” This process began in 2011, when the SEC failed to require covered firms to disclose all cyber-attacks, although it did interpret its existing regulations broadly in requiring disclosure of “material” attacks leading to financial losses. What counts as “material” has been expanding over the following decade. By 2018, a broad range of cyber risks were being defined as material by the SEC, and the SEC issued guidance to encourage firms to disclose cyber risks based on “the probability of a cybersecurity breach, the magnitude of a past breach, and the importance of compromised data.” Further amendments to the so-called “Safeguards Rule,” which “requires registrants to adopt policies and procedures reasonably designed to protect customer records and
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141. See Kenneth Breen, Phara Guberman & Sachin Bansal, SEC Actions Up the Ante for Cybersecurity Disclosures, BLOMBERG L. (Sept. 14, 2021, 4:01 AM), https://news.bloomberg law.com/sectuals-law/sec-actions-up-the-ante-for-cybersecurity-disclosures [https://perma.cc/44XD-7PLN] (“Recent SEC enforcement actions are a warning that cybersecurity issues need to be treated as seriously as all other disclosure obligations.”).


143. See Breen et al., supra note 141.
information,” are reportedly forthcoming in 2022, as of this writing.

On August 30, 2021, the SEC announced enforcement actions with eight investment advisory firms and broker-dealers, reporting violations with the Safeguards Rule. This is noteworthy as each of these firms “appeared to have cybersecurity policies in place that would likely have survived regulatory scrutiny,” but still suffered breaches related to personal identifiable information (PII) due to these policies not being enforced. In describing this decision, it is noteworthy that Kristina Littman, chief of the SEC Enforcement Division’s Cyber Unit, said, “[i]t is not enough to write a policy requiring enhanced security measures if those requirements are not implemented or are only partially implemented, especially in the face of known attacks.” This can include both delays of firm-wide cybersecurity guidance, such as in the case of KMS financial advisers, or simply not following the written cybersecurity policies, as in Cetera Entities. Looking ahead, the trend seems to be toward greater transparency, and stepped-up disclosure requirements, which will likely be reinforced through state-level laws and private-sector initiatives.

2. State Response

While federal securities law should provide a direct route toward the disclosure of ESG related risks and activities, states also have a share in this responsibility. States have the power to pursue securities fraud actions via enforcement powers granted to a state attorney general or a state commissioner. Each state has its own securities regulators and regulations (or similar consumer protection laws). States use these to investigate non-
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disclosure as part of their efforts relating to fraud, consumer protection, and securities regulation.\footnote{152}

In 1911, Kansas became the first state to enact laws specifically regulating securities.\footnote{153} Other states soon followed, in an effort, to protect investors in the ever-growing securities market. However, twenty years of state regulatory effort did not prevent the national market crash ushering in the Great Depression.\footnote{154} Nevertheless, some form of “Blue Sky” laws are legislated in every state to protect the investing public.\footnote{155} A Blue Sky law is a state law in the United States that regulates the offering and sale of securities to protect the public from fraud.\footnote{156} With the lack of direct federal action governing the ever-increasing need for standardized ESG disclosures and regulations, states have taken on the responsibility.

For example, the California Transparency in Supply Chains Act of 2010 requires covered companies to disclose on their websites their efforts to combat human trafficking and forced labor in their supply chains.\footnote{157} The law applies to retailers and manufacturers with “annual worldwide gross sales over $100 million that do business in California.”\footnote{158} More recently, in January 2019, Illinois promulgated the most direct ESG rules of any state.\footnote{159} It required public investment leaders to incorporate sustainability factors into their investment decisions.\footnote{160} California recently created a law that requires all corporations to operate within the state to have a specified number of people from marginalized groups on their board of directors.\footnote{161} This law expands the possibility of how corporations can be made to be more socially
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accountable in regard to diversity.\textsuperscript{162}

Recent state ESG movements have also included several ESG measures proscribing certain investments and prescribing others. In September 2020, the Oregon Investment Council authorized a policy that formally included ESG factors in investment decisions; the Council will consider these factors in its $107 billion investment portfolio.\textsuperscript{163} New Jersey, New York, and Maine followed suit by introducing more direct ESG legislation and policies.\textsuperscript{164} New Jersey’s legislation would prohibit investment of its retirement funds in certain companies holding large carbon content reserves, and New York’s Comptroller adopted a goal to transfer its $226 billion retirement fund to net zero investments by 2040.\textsuperscript{165} In June of 2021, the Maine legislature passed a statute that divests all public assets from fossil fuels by January 2026, including $17 billion in funding from the state pension fund and treasury.\textsuperscript{166} Although helpful, laws like these have aided in the patchwork condition of state ESG-related policies; there is no consistent regulatory scheme that companies or investors can rely upon for guidance. Similarly, due to the lack of comprehensive federal data breach notification laws, the fifty different state-level disclosure laws are fragmented, which means that different types of cyber-attacks are disclosed at different times, and in different manners, across the nation with no authoritative public database to help guide investors.\textsuperscript{167}

3. Private Response

The need for ESG disclosure and transparency has dramatically changed since the early 2000s, so much so that it is firmly entrenched as a market reality.\textsuperscript{168} The absence of mandatory ESG disclosures has resulted in the creation of a de facto voluntary ESG regime.\textsuperscript{169} Larry Fink, CEO of
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Blackrock (the world’s largest asset manager, handling over $9.5 trillion in assets by the end of 2021), stated in his 2018 annual letter to CEOs that managing ESG is essential to growth. In 2020, KPMG announced that it had a goal of becoming a net-zero carbon company by 2030 and using 100% renewable electricity in all of its Board Countries by 2022. The refining industry has reported carbon reduction goals and strategies as well. Valero stated that its ongoing initiatives would collectively enable it to cut its greenhouse gas emissions by more than 70% by 2025. Marathon and Phillips 66 announced plans to partner with Southwest Airlines to sell its fuel produced from their repurposed renewable diesel facilities. ExxonMobil also announced plans to source renewable diesel from its clean energy plant in California. Along these lines, in 2020, Fidelity became a founding signatory of the Net Zero Asset Managers Initiative, which plans to support investments that reach net zero by 2050, and introduced an environmental rating system that grades more than four thousand companies on characteristics such as emissions reduction, water usage, biodiversity, and climate risk, within its proprietary ESG ratings framework. More companies are also including cybersecurity and privacy information as part of their integrated sustainability reports.

However, private ESG statements, goals, reporting, and analysis are suspicious for many reasons. Though the statements of companies are laudable, they represent goals that have yet to be realized and the actual
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effect upon the environment are yet to be seen. As far as ESG analysis, most of the data that is factored into ESG analyses comes from companies’ voluntary disclosures or survey responses to rating firms’ questionnaires.\textsuperscript{177} What is even more interesting is the fact that ESG definitions and standards are heavily influenced by only four market-leading rating companies that compete among themselves to provide ESG metrics: MSCI ESG, Sustainalytics, RepRisk, and ISS.\textsuperscript{178} Altogether, these four businesses rank more than 100,000 companies across dozens of industries and sectors, and rate more than 400,000 equity and fixed-income securities.\textsuperscript{179} They also greatly influence the market for ESG ratings because they are consistently chosen by the world’s leading investment vehicles, such as BlackRock, State Street Global Advisors, and others.\textsuperscript{180}

Yet, from business to business, the methodology, quantity, and quality of the data and analysis is quite disparate, leading one commentator to report: “Each rating agency has a customized scoring method which evaluates different non-financial metrics and frequently disagree about the components of ESG. . . . Core ESG metrics vary from as few as twelve performance indicators to as many as 1,000.”\textsuperscript{181} The ever-present contradiction between “the importance of ESG data for investors, and the inability of data providers to clearly explain their sourcing and rating methodology, creates a dilemma for financial services actors who seem to opt for a third method: external sourcing and internal data processing.”\textsuperscript{182} This new trend is demonstrated by Sustainalytics, which has been selling raw data since 2020 as part of its new business model.\textsuperscript{183}

In 2019, the Business Roundtable, an association of over 200 leading U.S. CEOs, demonstrated a purported commitment to ESG by declaring,
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“companies should serve not only their shareholders, but also deliver value to their customers, invest in employees, deal fairly with suppliers and support the communities in which they operate.”

Still, the statement itself does nothing to change or mandate actual corporate behavior relative to ESG or transparency. In fact, some believe the statement was merely a greenwashing effort to drive sales, appease shareholders and/or forestall potential regulations. Actual ESG initiatives often remain tangential to core corporate endeavors. To effect real change, the Board, CEOs, and managers must sincerely believe that ESG is important to the business and shareholders. They must create a situation where Chief Sustainability Officers work directly with the Chief Financial Officers to achieve purported ESG goals. Without this, investors are often misled because they believe that ESG is an actual promise to adhere to a business strategy when it is actually a mere goal that is used as a label or branding mechanism. Moreover, ESG labels that are used are so broad and vague that investors are left without a clear understanding of how they are investing, and any ESG are so unclear (and varied) that investors cannot know what they are actually getting.

4. Proposed Rules and Legislation

There are two major legislative pushes that have recently come to the forefront of the ESG investor debate—one involving SEC regulatory reform, and the other involving Department of Labor (DOL) ERISA reform.

First, recognizing the need for objective, clear, and uniform ESG metrics and disclosures, Representative Juan Vargas introduced the ESG Disclosure Simplification Act. In June of 2021, by a 215-214 vote, the
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House of Representatives passed H.R. 1187 (with no Republican votes and all but four Democratic votes), and passed and sent the more than eighty-page Corporate Governance Improvement and Investor Protection Act of 2021 (the “Disclosure Act”) to the Senate. In passing the bill, Congress found that the SEC had neither required disclosures of ESG information nor standards for those disclosures. It found that investors reported that ESG information is material, standardized ESG disclosures are necessary, and voluntary ESG disclosures are inadequate.

Although general in nature, the bill has many sections that require new SEC action. For example, the proposed legislation would require the SEC to promulgate ESG metrics and mandate companies to report ESG information to the SEC based upon the uniform metrics. It would also require disclosure of the links between the ESG metrics, long-term business strategy, and the effect of ESG on long-term business. It also gives the SEC the right to incorporate internationally recognized, independent, multi-stakeholder ESG disclosure standards. The bill requires the SEC to create a permanent Sustainability Finance Advisory Committee to advise the Commission on policy changes to facilitate environmentally sustainable investments, and to identify challenges and opportunities associated with sustainable finance. Title IV of the bill is a long section that is completely dedicated to climate change and risk disclosures related to it. The SEC is required to promulgate regulations requiring disclosures on climate change. Companies must include disclosure of reporting standards for estimating direct and indirect greenhouse gas emissions; evaluations of the financial impact of, and any risk management strategies related to, climate change; any established corporate governance processes and structures to assess and manage climate related risks; any actions taken to mitigate climate related risks; and specific risk management strategies related to climate change.
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risks. The SEC rules must also require that the companies give quantitative climate change analysis to support any qualitative statements made, and include consideration of the various climate change scenarios utilized in their analysis.

Finally, the proposed statute has a very short section that calls for SEC regulation of cybersecurity as part of ESG disclosure. This section simply requires businesses to state whether any member of the board or other governing body has experience or expertise related to cybersecurity. If so, they must describe in detail that skillset and/or experience. If no member of the governing body has the expertise or qualifications, the business is required to state what steps it is taking to nominate such a person for membership.

One of the more interesting contrasts relative to the proposed SEC ESG disclosure rules is the Trump-era DOL ruling related to Employment Retirement Income Security Act (ERISA) rules regarding ESG disclosure. This rule became effective in January 2021, and prohibited certain retirement plan fiduciaries from even considering ESG in selecting investments for 401(k) accounts. The Financial Factors in Selecting Plan Investments rule specifically requires plan fiduciaries to base their investment decisions exclusively upon financial considerations related to risk-adjusted economic value. The rule did not ban ESG considerations, but it had a chilling effect on ESG consideration in investments. The Biden-era DOL has proposed a new regulation that states that retirement plan fiduciaries may use climate change and other ESG factors when assessing risks and returns. One of the comments made by the Trump-era DOL that many would agree with is that the ESG terminology is not a clear or helpful lexicon for regulatory use. Therefore, the first hurdle for the SEC or DOL would be defining ESG. The abbreviation is used to describe a wide array of topics including climate
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change, human capital management, human trafficking, supply chain management, human rights, cybersecurity, diversity and inclusion, corporate tax policy, corporate political spending, executive compensation, worker’s rights, etc. 212 Once defined, the problem will be determining uniform ESG metrics. How we measure ESG is almost as important as defining the term. ESG funds often are overweighted with tech stocks and can still carry big polluters, despite having “environmental in their name.” 213 Transparent, comprehensive, consistent, easily available, and easily understood ESG metrics are essential for any ESG investor. 214 The challenge before SEC and DOL is in establishing clear, concise, and comprehensive guidelines establishing baseline ESG metrics and ESG disclosures. ESG metrics and disclosures can help alleviate many of the problems associated with mislabeling and greenwashing. Another challenge that agencies face involves the definition of “materiality.” Historically, the agencies have relied upon a very narrow view regarding what is material to investors. A more expansive definition to include cybersecurity (and corresponding explanation) would allow federal regulators to take into consideration modern global ESG investment trends, and also allow them to consider how various stakeholder concerns can have a dramatic effect upon corporate long-term profits and losses.

C. Informing Consumers

As immature as the disclosure regime is for investors related to ESG guidance, the systems in place for informing consumers about ESG+T information is even more nascent and fractured. This Section reviews label design best practices before moving on to public and private-sector efforts to design ESG+T trustmarks, which is continued globally in Part IV.

1. Label Design: Marketing and Consumer Psychology

Labels are used to “communicate important information to consumers [and users] that is otherwise invisible to them, or difficult to elicit. . . .” 215
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Pictures are particularly helpful in communicating information to consumers given that “[a] number of studies have shown that pictures are recognized or recalled better than words,” which are helpful “in facilitating the use of mental imagery to remember previously viewed stimuli.” In general, such pictorial labels may be broken down into at least three distinct categories: descriptive information labels, seal of approval labels, and graded scheme labels, which are briefly introduced in turn.

First, descriptive labels provide information about the product in question, and are generally simple and brief given the “limited cognitive resources” that consumers are able to dedicate to understanding them, such as while shopping. Seal of approval labels indicate that a given product or device comply with an industry standard, which can be a useful “cognitive shortcut” for consumers who are familiar with such labels, though their binary nature can be misleading. Graded scheme labels, on the other hand, can be useful while comparison shopping given their use of color codes or letter grades, providing an opportunity for the nuance that is sometimes missed in other schemes.

Trustmarks and labeling arise—and should be explored—within the research of “signaling theory,” which is best thought of as a product of information economics. Theories evolving from information economics are based on the premise that different parties to a transaction often have different amounts of information regarding transactions, and it is this information asymmetry that has implications for the terms of the transactions and the relationships between parties. In this way, labels—and more narrowly trustmarks—assist consumers in overcoming some of this
information asymmetry by providing key data necessary for informed decision-making in areas of concern for the community including ESG+T.

A trustmark is designed to communicate trustworthiness through behavioral insinuations of capability, rational suggestions of credibility, and emotional implications of benevolence and integrity.\textsuperscript{224} Extended into the IoT context, one would hope that the use of trustmarks would assure consumers that “certified” security, privacy, and disclosure standards exist in the accessed environment.\textsuperscript{225} For example, consider the well-known Internet trustmarks of TRUSTe and VeriSign logos. Of course, research exploring the area of trust has been ongoing for considerable time in many different and divergent areas of topics, issues, and collaboration.

In the IoT context, although research concerning trust is still relatively immature, it is evolving. For example, it was posited by Aiken and Boush that “[i]nternet trust as an attitude that has cognitive, affective, and conative (behavioral intention) components. Cognitive and affective elements of trust contain dimensions of credibility (beliefs that the exchange partner can be relied on) and benevolence (beliefs about the exchange partners motivation to seek joint gain).”\textsuperscript{226} Follow-up research studies began to examine the necessity of a trustmark as a signal to enhance initial trust such that “[i]nitial trust between parties will not be based on any kind of experience or firsthand knowledge, rather, it will be based on an individual’s disposition to trust or on institutional cues that enable one person to trust another.”\textsuperscript{227}

These initial studies sought to explore website design and the inferences that can, and are, drawn in the mind of the consumers considering the trustworthiness of the website hosts. It has been considered that some of these prior website design-driven consumer assumptions and decision-driven issues may now be considerations that are necessary to be captured within the trustmark regulatory environment. For example, there are typically three dimensions of initial online trust: (1) affect-based, (2) cognition-based, and
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(3) institution-based trust. While affect-based trust “develops from one’s instincts, intuition, or feelings concerning whether an individual, group or organization is trustworthy,” cognition-based trust is a consumer’s “rational expectation that an online vendor has the necessary attributes to be reliable,” and institution-based trust occurs when “customers feel something fits a common standard because of the presence of guarantees on the website.” As a key aspect of initial trust, the agency or entity granting such a mark has a high responsibility to create and protect the guarantee that exists due to the presence of the trust mark or label.

It is important to note that as early as 2011, studies were being conducted on the use of IPeAs (company policy assurance provided without verification) and EPeAs (security or privacy certificates provided by a third party after substantial testing and careful evaluation of the website). As Karimov, Brengman, and Van Hove argued:

[The] bulk of the literature confirms that institutional structures are important antecedents of online initial trust. Interestingly, internally provided e-assurance structures such as privacy disclosure, security policies and vendor-specific guarantees (return policies, free shipping, and money-back guarantees) can be as effective as paid institutional mechanisms such as third-party trust endorsements.

They went on to note that “IPeAs are more effective than EPeAs,” and one wonders if an assessment of both certificates of privacy/security and assurances of company policy that protects risk and loss to individuals, might be an optimal combination.

In this way, trustmarks and/or labels, and even company policies that provide assurances, can be valuable in many instances, especially in areas such as privacy and security that tend to be a high area of concern for consumers. In situations where any one of these appear as a “guarantee” of compliance with a particular contextual aspect of the website, they should be designed with an eye toward ensuring and protecting trust in both the business’ digital presences and the trustmark/label granting institution.
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2. Environmental Trustmarks

Although there are a wide array of different labels and trustmarks, this subsection explores a subset in the environmental context to introduce the variability and range of options available.

a. Private-Sector Frameworks

Seal of approval labeling is perhaps the oldest, and best established, type of trustmark as may be seen by the Underwriters Laboratories (UL) label, which describes itself as the private-sector “global leader in applied safety science” since helping to assess fire risks to the 1894 World’s Fair.\(^{235}\) UL published its first safety standard in 1903, and began labeling consumer products in 1906, helping to both inform consumers and motivate firms to innovate and make better products. It has more recently begun rolling out its efforts in the IoT context, as is explored below. Another example is Consumer Reports through its Digital Standard, which was launched in 2017 and is designed “to measure the privacy and security of products, apps, and services . . . [to] put consumers in the driver’s seat as the digital marketplace evolves.”\(^{236}\) These efforts, though, are scattered and require consumers to proactively seek out such information, limiting their utility absent public or broader industry coordination.

b. State-Levels Laws

Some states, such as California, have been particularly active in passing labeling laws, with sixty-five new regulations coming into force in 2021 alone.\(^{237}\) These labels run the gambit from emissions schemes and safe drinking water protections to requiring “reasonable” IoT security, which

---

came into force in 2021.\textsuperscript{238} What is “reasonable” in this context is an open question, but in 2016 the California Attorney General defined it in line with the CIS Critical Security Controls, which may be a useful guidepost, but there is provision for the type of data, industry, and size of organization, so the final determination is quite context specific.

c. Federal Regulations

An example of seal of approval labeling is the Energy Star Program, which was developed by the U.S. Environmental Protection Agency (EPA) in 1992 under the Clean Air Act section 103(g).\textsuperscript{239} Energy Star standards are set by the EPA under authority granted by the 2005 Energy Policy Act, with the U.S. Department of Energy providing testing procedure in order to certify products, such as appliances, in order for them to bear the Energy Star label.\textsuperscript{240} The rating scheme is regularly updated and has been deemed widely successful over nearly thirty years, helping “American families and businesses save 5 trillion kilowatt-hours of electricity, avoid more than $500 billion in energy costs, and achieve 4 billion metric tons of greenhouse gas reductions.”\textsuperscript{241} It has also been shown to be an efficient use of taxpayer money to promote energy efficiency, with every dollar spent by the EPA resulting in $350 in energy costs savings for American families and organizations.\textsuperscript{242}

Similarly, Food and Nutrition Labels are a combination of Descriptive and Seal of Approval Labels, given the wide array of nutritional information in play. Indeed, given the breadth of dietary considerations in food labeling, they may come closest to rivaling the cybersecurity and privacy issues and challenges facing consumers. Food labeling in the United States dates back to the death of U.S. President Zachary Taylor, who reportedly passed away due to a food-born illness, prompting President Abraham Lincoln to create
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the U.S. Department of Agriculture in 1862. Yet it took another century for the USDA to mandate nutritional labeling on food products, such as when it required a list of ingredients to be displayed on consumer food packages in 1966. The use of such labels has broadened substantially over the years, comprising a “soft” method to educate consumers on healthy eating habits and even broader ESG information. Such labels, including organic food trustmarks, have begun to move the needle, as reflected by a USDA study finding that a majority of adults utilized various nutritional labels when making purchases. The idea of a “healthy” IoT device exhibiting a certain standard of ESG+T benchmarks, though, remains on the drawing board, though more progress has been made on technology trustmarks.

3. Technology Trustmarks

Labeling IoT devices to meaningfully convey cybersecurity and data privacy information to consumers is no easy feat, as may be seen in the environmental context discussed in Section III.A. Accurate labeling is an invaluable tool to both empower consumers and protect firms.

a. Private-Sector Frameworks

The UL has rolled out both Seal of Approval Labels and Graded Scheme Labels in the IoT context through its UL IoT Security Rating, with the latter consisting of five levels: diamond, platinum, gold, silver, and bronze, as shown below in Figure 2. This scheme, in turn, is based on a forty-four-requirement certification process, with requirements ranging from software updates and protocol security, to encrypted personally identifiable
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information.  

![UL IoT Security Ratings Label](image)

**Figure 2. UL IoT Security Ratings Label**

Uptake of the UL IoT Labels, though, has remained limited, prompting considerations of ways to leverage the federal government to promote their continued refinement and use.

**b. Cyberspace Solarium Commission**

The Cyberspace Solarium Commission (CSC)—modeled after the Cold War-era Project Solarium that was designed to catalyze a U.S. strategy to contain the Soviet Union—was established by the John S. McCain National Defense Authorization Act for Fiscal Year 2019 to “develop a consensus on a strategic approach to defending the United States in cyberspace against cyber-attacks of significant consequences.”

---


was co-chaired by Senators Angus King and Mike Gallagher, and released its final report on March 11, 2020, which included eighty-two recommendations to strengthen U.S. cyber deterrence through defense-in-depth.\textsuperscript{252} By the end of 2020, at least twenty-five of these recommendations had been codified.\textsuperscript{253} As of 2021, approximately 35\% of the recommendations had been actually or nearly implemented with roughly another 44\% being on track toward implementation, leaving approximately 20\% of the recommendations facing barriers to realization.\textsuperscript{254} Among those recommendations is the proposal to establish a National Cybersecurity Certification and Labeling Authority ("Labeling Authority"), as is discussed below.\textsuperscript{255}

In particular, the CSC called upon Congress to enact legislation that would empower the U.S. Department of Commerce, in collaboration with the Department of Homeland Security (DHS) and the Department of Defense (DoD), to craft a nonprofit, nongovernmental organization to establish the Labeling Authority.\textsuperscript{256} The notion is that this institution would establish a voluntary cybersecurity certification and labeling program, in which enforcement for false and misleading labels would be done by the Federal Trade Commission (FTC).\textsuperscript{257} The Labeling Authority would focus on product certification and attestation, certifying agents, security scoring, fostering partnerships, and updating government procurement to ensure that secure products are purchased within five years.\textsuperscript{258} In this way, the proposed Labeling Authority is similar to the "Cyber Shield Act" proposed in 2017 and 2019, which would establish cybersecurity benchmarks and create a shield trustmark for consumer IoT devices.\textsuperscript{259} As of this writing, though, the Act has not received a vote in the House or Senate.

\textit{c. Executive Orders}

The Biden Administration has been active in using its authority to make
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progress on addressing the nation’s cybersecurity vulnerabilities through executive orders, particularly Executive Order 14028 released on May 12, 2021.\textsuperscript{260} In section 4, among other provisions, the Order called the National Institute for Standards and Technology (NIST) to “initiate pilot programs informed by existing consumer product labeling programs to educate the public on the security capabilities” of IoT devices.\textsuperscript{261} By Spring 2022, NIST and the FTC are to identify IoT security labeling criteria potentially modeled on existing laws and programs, including EnergyStar.\textsuperscript{262} A similar effort is underway for consumer software labeling, potentially including a “tiered software security rating system.”\textsuperscript{263}

On November 1, 2021, NIST announced a draft set of criteria for consumer software security that are designed “to aid in the development and voluntary use of labels to indicate that the software incorporates a baseline level of security measures.”\textsuperscript{264} After the public comment period, NIST will be releasing a final version by February 6, 2022.\textsuperscript{265} In creating the draft criteria, NIST grappled with a number of challenging issues, including the “sheer vastness and variety of the consumer software landscape,” and called for any resulting labels to be voluntary with “attestations” as to the software’s security, data inventory, and capabilities.\textsuperscript{266} This process will be informed by how other jurisdictions have grappled with similar labeling challenges, including the United Kingdom, European Union, and Singapore explored in Part IV.

IV. COMPARATIVE CASE STUDIES

This Part compares and contrasts how a diverse array of jurisdictions in North America, Europe, and Asia have approached ESG+T IoT labeling and trustmarks to date in an effort to identify areas of convergence, divergence, and governance gaps.
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A. United Kingdom

The United Kingdom has long been a global leader in developing cybersecurity standards and frameworks, including its Cyber Essentials Plus Certification. This is also true in the cybersecurity trustmark context, in particular, as seen in the Department for Digital, Culture, Media & Sport (DCMS) publication of its Code of Practice for Consumer IoT Security in 2018. These guidelines were the result of a stakeholder process similar to the NIST approach, which, in the U.K., was organized by its National Cyber Security Centre. The end goal was to reinforce a security-by-design culture throughout the IoT product lifecycle to help consumers “stay secure in a digital world” and guard against DDoS attacks, similar to the Marai botnet experienced by Dyn.

In early 2020, the U.K. built on this foundation with a plan to require IoT cybersecurity standards for all Internet-connected products. Among other things, IoT device manufacturers are required to state for how long devices will receive security updates at the time of sale. Moreover, the U.K. government has recognized the need for quickly being able to amend security requirements through secondary legislation to ensure that they are kept up to date with changing technology. Finally, in April 2021, the U.K. released a white paper that is designed to mandate its 2018 “Secure by Design Code of Practice” beginning with: (1) banning universal default passwords, (2) implementing a mechanism for reporting vulnerabilities, and (3) providing transparency for how long updates will be received.

The U.K. also continues to follow the EU’s General Data Protection Regulation (GDPR), which it codified into its domestic law prior to Brexit.
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As seen in the U.S. context with stepped-up SEC scrutiny, the U.K. and EU Member States under GDPR are similarly forcing covered firms to reveal the extent of cyber-attacks, often within the seventy-two data breach notification window established by GDPR. There has not yet been an effort in the U.K. to combine environmental and technology trustmarks into ESG+T information for consumers.

B. European Union

As in the United States, there are a wide array of public and private sector groups attempting to create IoT labels and trustmarks across the EU. These efforts include the European Commission itself, which aims to establish a certification framework for Information and Communication Technologies (ICT) to empower and inform consumers and increase transparency across the EU. In addition, the European Union Agency for Cybersecurity (ENISA) is empowered through the EU Cybersecurity Act to ensure that labels are consistently applied and that each certification appropriately identifies the type of product or service covered, the technical cybersecurity requirements, evaluation criteria used, and the level of assurance. The breadth of this scheme stands apart from other national approaches, including Singapore, given that it is broader than IoT—encompassing ICT.

Approaches to the EU’s IoT trustmarks remain fragmented despite these efforts with the European Telecommunications Standards Institute (ETSI) and the European Cyber Security Organization (ECSO) continuing to operate their own cybersecurity certification schemes. ETSI, in particular, aims at promoting the manufacture and use of sustainable, secure technologies including IoT, such as the ETSI IoT standard (EN 303 645),

---


which is a foundation for certifying and labeling consumer IoT devices.\textsuperscript{280} This ETSI IoT standard comprises 13 recommendations to standardize IoT device security and privacy across the European Single Market, as seen below in Figure 3.

ECSO, on the other hand, partners with public and private-sector stakeholders to produce IoT device labels and has spearheaded a program called Cybersecurity Made in Europe.\textsuperscript{282} Beyond empowering consumers, ECSO also hopes that its efforts benefit producers that take cybersecurity seriously, enabling them to use it as a differentiator from their competitors.\textsuperscript{283} As of this writing, it remains to be seen how effective such efforts will be EU-wide, though some European nations—such as Finland—are already going further, including by introducing cybersecurity certificates from the Finnish Transport and Communication Agency (Traficom) for IoT devices to guarantee "to consumers that the labelled devices have basic information

\begin{figure}[h]
\centering
\includegraphics[width=\textwidth]{figure3.png}
\caption{ETSI EN 303 645 Provisions\textsuperscript{281}}
\end{figure}
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These features are based, in turn, on the EN 303 645 from Figure 3, and were designed with a global audience in mind in hopes that they will gain traction around the world, including in Asia.

C. Singapore

The Asian nation arguably furthest along in developing IoT trustmarks is Singapore, which in 2020 became the first Asia-Pacific nation to introduce an IoT labeling scheme.285 In particular, the Cyber Security Agency (CSA) of Singapore implemented its Cybersecurity Labelling Scheme (CLS) with a goal of benefiting both consumers and manufacturers, similar to Finland’s vision.286 Although the CLS was originally focused on a subset of consumer IoT devices such as routers and smart home hubs, it was later expanded to encompass all of IoT, though not as broad as ICT that was shown with the ENISA approach.

The heart of the CLS approach is a rating system to improve transparency that features a range of one to four stars, as is shown below in Figures 4 and 5. Simply put, the more stars that a device boasts, the more secure it is purported to be against a range of common cyber-attacks.287

Figure 4. Singapore CLS Cybersecurity Labels


286. Id.; see supra Section IV.B.


However, it is worth noting that these labels are voluntary, although to encourage their uptake, CSA waived all CLS application fees through 2021.

Requirements for rules mandating disclosure of cybersecurity risks and practices to investors in Singapore are evolving, but the government has released a guide on managing and notifying impacted stakeholders about cyber threats. In general, though, if a firm wishes to list on an exchange in Singapore, it should disclose if it is exposed to cybersecurity risks, “as well as where cybersecurity incidents have happened in the past which impacted the company.”

---
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D. Summary

Both Parts III and IV have demonstrated the variety of approaches being attempted around the world to educate consumers and investors, and encourage manufactures, to be more informed and transparent in their ESG+T decision-making. Several common threads have emerged, including the desirability of a tiered approach with simple-to-understand emblems, incentives for manufacturers to encourage uptake, and flexibility to ensure that security and privacy metrics can be easily updated with changing technology. We next delve further into these policy implications.

V. Policy Implications

As this Article has explored, transparency for both investors and consumers is key to helping them make informed—and responsible—choices about their investments, and purchases, both in the IoT context and more broadly. As both the importance and meaning of ESG has expanded over the years to now include technology, and cybersecurity in particular, we feel that a two-pronged approach is needed to leverage and refine the trustmarks and other tools described above.

First, as was shown in Part III, clarity on ESG reporting is needed for investors, particularly with regard to the definition of “materiality” insofar as it now combines both climate and cybersecurity components. The Biden Administration could issue an executive order requiring the SEC and Labor Departments to coordinate, potentially in collaboration with NIST, on developing baseline ESG metrics, and from there, ESG+T disclosure requirements.

Second, we feel that the time is ripe for Congress to act on the CSC’s recommendation to task the Department of Commerce, the DHS, and the DoD with crafting a nonprofit, nongovernmental cyber security trustmarks labeling authority. The efforts of this authority should be informed by the ESG+T guidance for investors being developed by the SEC and Department of Labor and should learn from the experiments in both Europe and Asia.
discussed in Part IV. In particular, the authority should coordinate with both the EU and Singapore to ensure commonality of labels across jurisdictions while leveraging signaling theory where possible, such as by incorporating, EN 303 645, EG 203 251, Common Vulnerability Scoring System, the CIS Critical Security Controls, the UL’s IoT security efforts, and the U.K.’s Security by Design Code of Practice, in fashioning tiered cybersecurity trustmarks. As in Singapore, the labels could be voluntary, but the U.S. government could waive application fees and invest in consumer education as part of Cybersecurity Awareness Month to encourage their uptake.

No single labeling scheme is able to communicate the full range of ESG+T information that is increasingly being demanded by consumers, employees, and investors. Moreover, as the only constant is change, with regard to both technology and regulation, any such regime should be easily amended and updated. Given the breadth of IoT devices, it could also make sense to begin with a class of devices as in Singapore, such as smart speakers, Internet-connected security cameras, and doorbells, given the privacy and public safety interests at stake. Through security and risk assessments and security testing, layered visual labels could be developed to ensure that both lay and sophisticated consumers would have a wealth of ESG+T information at their fingertips. An example of such an approach is offered below in Figure 6.
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Figure 6. Multidimensional Cybersecurity Label

Such a multidimensional label would be capable of displaying various ESG+T metrics that could be tailored depending on the context of the device, and jurisdiction in which it is sold. One could imagine a version of Figure 6 coupled with a simple, potentially tiered labeling scheme that would not only reference traditional data confidentiality, integrity, and availability (CIA) information, but also broader ESG concerns.

CONCLUSION

This Article has made the case that even as both investors and consumers are demanding ESG+T information to guide their investments and spending, a lack of clarity and rigor has held back the field even as the environmental, reputational, and financial costs of the tech sector continue to mount. An all-of-the-above approach to addressing these governance gaps has been suggested, which in the U.S. context would include, at a minimum, coordination between the SEC, DOL, DHS, DoD, and NIST to develop ESG+T metrics, and action from Congress to establish a trustmarks labeling authority, as recommended by the CSC. Absent such steps, industry could collaborate with established schemes in the EU and Singapore, building from civil society efforts.

Sustainability generally, and ESG specifically, are lodestars for the

twenty-first century. Yet to date, environmental and technology disclosure and labeling schemes have remained separate. This is short-sighted and counterproductive given the rich crossover between these fields. As Carson said in *Silent Spring*:

> We stand now where two roads diverge. But unlike the roads in Robert Frost’s familiar poem, they are not equally fair. The road we have long been traveling is deceptively easy, a smooth superhighway on which we progress with great speed, but at its end lies disaster. The other fork of the road—the one less travelled by—offers our last, our only chance to reach a destination that assures the preservation of the earth.297

Technology can and should be added to this concept to ensure that we take the road perhaps less traveled, but one that leads to a more sustainable—and secure—future.
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