CROSSING THE LINE: DEPARTMENT OF HOMELAND SECURITY BORDER SEARCH OF MOBILE DEVICE DATA LIKELY UNCONSTITUTIONAL
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This Article discusses the constitutional limits regarding warrantless border searches of mobile device data by Custom and Border Patrol (CBP) officials. The Department of Homeland Security (DHS) has instituted rules to allow CBP officials to search the mobile device data of persons entering the United States without a warrant under the Border Search Exception doctrine of the Fourth Amendment. U.S. Supreme Court jurisprudence, however, has held that there are limits to warrantless border searches under the Border Search Exception doctrine without providing any further guidance. This Article provides analysis that the guidance for these limits can be found in established Fourth Amendment jurisprudence as well as recent U.S. Supreme Court case law, the results of which conclude that a border search of mobile device data likely requires obtaining a search warrant based on probable cause.
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INTRODUCTION

The Fourth Amendment protects U.S. citizens from unreasonable searches and seizures by government officials and law enforcement officers.¹ Barring an exception, the Fourth Amendment considers a reasonable search to be one conducted after law enforcement has obtained a search warrant from a judge based on probable cause.²

The U.S. Supreme Court jurisprudence regarding the Fourth Amendment finds several different exceptions in which a government official or law enforcement officer can conduct a reasonable search without first obtaining a warrant.³ These exceptions include a Search Incident to an Arrest,⁴ a Traffic Stop,⁵ and a Border Search.⁶ The Border Search Exception doctrine states that a government official or law enforcement officer can conduct a reasonable search without a warrant of a person and their belongings when entering the U.S. at the border.⁷ Department of Homeland Security (“DHS”) personnel, including Customs and Border Patrol (“CBP”) officials, as well as the

¹ U.S. CONST. amend. IV; Katz v. United States, 389 U.S. 347, 357 (1967) (stating “[s]earches conducted without warrants have been held unlawful ‘notwithstanding facts unquestionably showing probable cause,’ and . . . for the Constitution requires ‘that the deliberate, impartial judgment of a judicial officer . . . be interposed between the citizen and the police.’”) (quoting Agnello v. United States, 269 U.S. 20, 33 (1925) and Wong Sun v. United States, 371 U.S. 471, 481-82 (1963)).
² Katz, 389 U.S at 357 (stating “searches conducted outside the judicial process, without prior approval by judge or magistrate, are per se unreasonable under the Fourth Amendment—subject only to a few specifically established and well-delineated exceptions.”).
³ See, e.g., Carroll v. United States, 267 U.S. 132, 153-154 (1925) (stating “[h]aving thus established that contraband goods concealed and illegally transported in an automobile or other vehicle may be searched for without a warrant, we come now to consider under what circumstances such search may be made . . . [T]he Fourth Amendment has been construed . . . as recognizing a necessary difference between a search of a . . . structure in respect of which a proper official warrant readily may be obtained, and a search of a [vehicle], for contraband goods, where it is not practicable to secure a warrant, because the vehicle can be quickly moved out of the locality or jurisdiction in which the warrant must be sought . . . Travelers may be so stopped in crossing an international boundary because of national self-protection reasonably requiring one entering the country to identify himself as entitled to come in, and his belongings as effects which may be lawfully brought in,” and thereby finding that the Border Search Exception doctrine is limited to warrantless border searches to determine whether a person can legally enter the United States or determine whether the person is bringing contraband, such as weapons or controlled substances into the United States.); Riley v. California, 134 S. Ct. 2473, 2482 (2014) (stating “explaining that Search Incident to an Arrest is a well-established exception for warrantless searches incident to the warrant requirement of the Fourth Amendment.”); Delaware v. Prouse, 440 U.S. 648, 663 (1979) (stating that it is constitutional under the Fourth Amendment for a vehicle to be stopped and searched without a warrant based on reasonable suspicion by law enforcement).
⁴ Riley, 134 S. Ct. at 2482.
⁵ Prouse, 440 U.S. at 663.
⁶ Carroll, 267 U.S. at 153-54.
⁷ Id. See also Orin S. Kerr, The Fourth Amendment and the Global Internet, 67 STAN. L. REV. 285, 319 (2015) (stating “[u]nder the narrow approach, the border search exception exists to allow the government to keep out items that should be outside the United States . . . The underlying right is the right to control what enter . . . enters and exits the country.”).
courts, interpret this language broadly and possibly expand the limits of the Border Search Exception doctrine.8 As a result, the DHS has instituted rules9 and courts have issued decisions that give CBP officials almost unbridled authority to search a person and the person’s belongings including mobile device data without a warrant at the U.S. border for any purpose.10 However, the DHS and the courts may have wrongly interpreted the Border Search Exception doctrine.11 The U.S. Supreme Court held decades ago that the Border Search Exception doctrine has limits, albeit with no further guidance.12 Nonetheless, Fourth Amendment


9 Inspection of Electronic Devices, See U.S. CUSTOMS AND BORDER PROTECTION, supra note 8.

10 See United States v. Ickes, 393 F.3d 501, 504-06 (4th Cir. 2005) (holding that there was statutory authorization to lawfully search the digital data content on Ickes’s computer and disks without a warrant based on reasonable suspicion because these constituted cargo as they were being transported in a vehicle crossing the border into the United States.); United States v. Cotterman, 709 F.3d 952, 970 (9th Cir. 2013) (holding that digital data content on Cotterman’s computer could be lawfully searched without a warrant based on reasonable suspicion.); United States v. Saboonchi, 990 F. Supp. 2d 536, 570-571 (D. Md. 2014) (holding that the digital data content on Saboonchi’s computer could be lawfully searched without a warrant based on reasonable suspicion.). See also LAFAVE, supra note 8.

11 Inspection of Electronic Devices See U.S. CUSTOMS AND BORDER PROTECTION, supra note 8. (stating “[a]ll persons, baggage, and merchandise [including mobile and electronic devices] arriving in, or departing from, the United States are subject to inspection, search and detention This is because CBP officers must determine the identity and citizenship of all persons seeking entry into the United States, determine the admissibility of foreign nationals, and deter the entry of possible terrorist, terrorist weapons, controlled substances, and a wide variety of other prohibited and restricted items.”). The Border Search Exception, however, does not give CBP officials unbridled authority to search electronic and mobile devices of a person without a warrant. Instead, the Border Search Exception allows for CBP officials to determine whether a person can legally enter the United States or conduct a search for contraband such as weapons or controlled substances. See Carroll, 267 U.S. at 153-154; supra note 8; United States v. Ramsey, 431 U.S. 606, 618, n.13 (1977) (stating “[w]e do not decide whether, and under what circumstances, a border search might be deemed ‘unreasonable’ because of the particularly offensive manner in which it is carried out,” thereby finding that there are some warrantless border searches that may be not be conducted lawfully but the Court does not provide any guidance in Ramsey). See Katz, 389 U.S. at 347, 361 (1967) (an example of Fourth Amendment jurisprudence by the Court providing guidance when a search (border search or otherwise) requires a warrant, and holding that “the rule that has emerged from prior decisions is that there is a twofold requirement, first that a person have exhibited an actual (subjective) expectation of privacy, and, second that the expectation be one that society is prepared to recognize as ‘reasonable.’”). The Court has held that the amount of private information pertaining to a person stored on a mobile device itself and accessible on the Internet cloud from the mobile device is subject to a reasonable expectation of privacy such that the Search Incident to Arrest Exception to the warrant requirement does not apply, thereby requiring obtaining a warrant prior to searching the contents of a mobile device. See Riley, 134 S. Ct. at 2489-91 and 2494-95. The Court further held that “[m]odern cell phones are not just another technological convenience. With all they contain and all they may reveal, they hold for many Americans ‘the privacies of life.’.” The fact that technology now allows an individual to carry such information in his hand does not make the information any less worthy of protection for which the Founders fought. Our answer to the question of what police must do before search a cell phone seized incident to an arrest is accordingly simple – get a warrant.” Id. See Carpenter v. United States, 138 S. Ct. 2206, 2217, 2222 (2018) (holding that an individual has a legitimate expectation of privacy in their mobile device location information and due to this legitimate expectation of privacy a warrant is required prior to obtaining such mobile device location information.).

12 Ramsey, 431 U.S. at 618 n. 13.
jurisprudence as well as recent U.S. Supreme Court case law has provided this long-sought guidance.\textsuperscript{13} This subsequent guidance indicates that CBP officials may be constitutionally required to obtain a warrant based on probable cause prior to conducting a border search of mobile device data.\textsuperscript{14}

The Border Search Exception doctrine views the border or point of entry (i.e. airport, ship dock, etc.) to a country as a vulnerable place for both the sovereignty of the nation and the privacy interest of a person.\textsuperscript{15} Not only is the country vulnerable from people attempting to illegally enter the country or carry contraband, but also an individual’s privacy interests are assailable as they may be violated for any number of significant or fickle reasons by border security officials.\textsuperscript{16} Thus, the Border Search Exception doctrine concedes that there are some border searches that may be “particularly offensive” to be unreasonable and possibly require a warrant.\textsuperscript{17} Court decisions dealing specifically with the Border Search Exception, however, do not provide any guidance on which border searches may require a warrant.\textsuperscript{18} This may be the reason the DHS and the courts have expanded the Border Search Exception doctrine to include warrantless border searches of a person and the person’s belongings for any purpose.\textsuperscript{19} This expansive interpretation of the Border Search Exception doctrine includes searching mobile device data without a warrant at the border, even though the mobile device itself is found not to be contraband.\textsuperscript{20} Further, the DHS seizes upon the

\begin{itemize}
\item \textsuperscript{13} See \textit{Katz}, 389 U.S. at 361; \textit{Riley}, 134 S. Ct. at 2495.
\item \textsuperscript{14} \textit{Inspection of Electronic Devices, supra} note 8, and accompanying text; \textit{Ramsey}, 431 U.S. at 618 n. 13; \textit{Katz}, 389 U.S. at 361; \textit{Riley}, 134 S. Ct. at 2494-95.
\item \textsuperscript{15} See Thomas Mann Miller, \textit{Digital Border Searches After \textit{Riley} v. \textit{California}}, 90 WASH. L. REV. 1943, 1996 (2015) (stating that an individual’s privacy interest in their digital data content needs to be balanced with the traditional government interest of preventing people without a legal right to enter the U.S. from crossing the border and preventing contraband from entering the country.); See also Kerr, \textit{supra} note 7, at 294-295 (stating “The Supreme Court has held that a border search exception to the Fourth Amendment applies to property entering and exiting the United States at the border, as well as its functional equivalent, in order to protect the sovereign interests of the United States in monitoring what enters and exits the country.”).
\item \textsuperscript{16} United States v. Montoya de Hernandez, 473 U.S. 531, 552 (1985) (Brennan, J. dissenting and explaining “[the Fourth Amendment] is, or should be, an important working part of our machinery of government, operating as a matter of course to check the ‘well-intentioned but mistakenly overzealous executive officers who are a part of any system of law enforcement.’”) (citing United States v. United States District Court, 407 U.S., 297, 315 (1972)).
\item \textsuperscript{17} \textit{Ramsey}, 431 U.S. at 618.
\item \textsuperscript{18} Id.
\item \textsuperscript{19} See \textit{Motion to Dismiss at 16-20}, Alasaad v. Duke, No. 1:17-cv-11730 (D. Mass. Dec. 15, 2017); Kerr, \textit{supra} note 7, at 319 (stating “Under the broad approach, the border search exception should allow the government to search everything entering and exiting the border to know what is entering and exiting the country.”)
\item \textsuperscript{20} \textit{Ickes}, 393 F.3d at 505 (quoting United States v. Flores-Montano, 541 U.S. 149, 152 (2004)) (“The reasonableness requirement is certainly met in this case, in light of the Supreme Court’s recent instruction that searches of belongings at the border are ‘reasonable simply by virtue of the fact that they occur at the border’”); \textit{Cotterman}, 709 F.3d at 970 (holding that “the examination of Cotterman’s electronic devices was supported by reasonable suspicion and that the scope and manner of the search were reasonable under the Fourth Amendment); \textit{Saboonchi}, 990 F. Supp. 2d at 571(holding that there was reasonable suspicion and thus that “officers did not violate the Fourth Amendment when they seized Saboonchi’s Devices and subjected them to a forensic search”); see also Kerr, \textit{supra} note 7, at 319 (stating “[b]ecause the [border search] exception allows for inspection of all physical items crossing the border, it should equally allow the inspection of all digital items crossing the border. The fact that so much more of the digital world crosses the border may expand government power, but it has no impact on the legal rule. The exception still applies . . . ”).
broad language of the Border Search Exception doctrine to search at the border not only data stored on the mobile device itself, but also email and social media content stored in the Internet cloud, which is accessible from the mobile device, which may be unconstitutional.21

Despite its broad language, the initial rationale of the Border Search Exception doctrine, the limits of a border search held by the U.S. Supreme Court, and overarching Fourth Amendment principles guide which border searches may be “particularly offensive” and points toward possibly requiring CBP to obtain a warrant based on probable cause.22 The initial rationale of the Border Search Exception doctrine justifies CBP officials conducting a warrantless search of a person and the person’s belongings only to ascertain whether the person can legally enter the U.S. and that they are carrying no contraband.23 These should be construed to be are the metes and bounds of the purpose for a warrantless border search.24 Any further purpose for a border search should be viewed from the lens of Fourth Amendment jurisprudence, which states that a person has a reasonable expectation of privacy from a search conducted by law enforcement.25 Thus, a person’s reasonable expectation of privacy in conjunction with the Border Search Exception doctrine should determine which border searches require a warrant.26 Further, the DHS, lower federal courts, and even the U.S. Supreme Court, have found that a person has a reasonable expectation of privacy to shield their mobile device data from the peering eyes of the government.27 Moreover, the U.S. Supreme Court has not once but twice indicated that mobile device data is so private that the Court provided it with special protections from law enforcement.28 Therefore, I argue that the Border Search Exception doctrine’s initial rationale, its limits held by the U.S. Supreme Court, a person’s reasonable expectation of privacy, and recent U.S. Supreme Court holdings with regard to privacy protections of mobile device data should find a warrantless border search of mobile device data unreasonable, and thereby unconstitutional.29

Within the past year, the U.S. government has made it clear that it wants a secure border.30


22 Carroll, 267 U.S. at 153-54; Ramsey, 431 U.S. at 618; Katz, 389 U.S. at 36 (Harlan, J., concurring).
23 Carroll, 267 U.S. at 153-54; see also Miller, supra note 15.
24 See Ramsey, 431 U.S. at 618 n. 13; see also Miller, supra note 15.
25 Katz, 389 U.S. at 361.
26 See Ramsey, 431 U.S. at 618 n. 13; Katz, 389 U.S. at 361; Riley, 134 S.Ct. at 2494-95. See also Miller, supra note 15.
27 Cotterman, 709 F.3d at 965-66.; Riley, 134 S. Ct. at 2478-79; Carpenter, 138 S. Ct. at 2217, See also LaFave, supra note 8 at 610§ 10.5(f) (stating “the uniquely sensitive nature of data on electronic devices carries with it a significant expectation of privacy.”) citing Cotterman, 709 F.3d at 966.”).
28 Grinberg and Croft, supra note 21.
29 Carroll, 267 U.S. at 153-54; Ramsey, 431 U.S. at 618 n. 13; Katz, 389 U.S. at 361. See also Miller, supra note 15.
30 S.M., Donald Trump’s Travel Ban Heads Back to the Supreme Court, THE ECONOMIST—DEMOCRACY IN
A secure border has been framed by this administration as security from “illegal immigrants,” as individuals without documentation are often called, or security from “terrorists” that may want to do harm to people. A “terrorist” is defined by the FBI as a person with an ideology that includes committing violence against a country and/or its civilians for a political cause. A search of a person’s mobile device data, including email and social media content, can provide insight to CBP officials on whether the person has as considered by the government a “terrorist ideology.” As part of a secure border, the U.S. government has made attempts to restrict people from entering the country through more stringent rules and regulations, as well as a more thorough vetting immigration process. DHS rules seem to promote this policy by, arguably unconstitutionally, expanding the Border Search Exception doctrine beyond simply ascertaining whether a person can legally enter the U.S. and whether the person carries contraband. The DHS rules use the fears about terrorism and security along with the Border Search Exception doctrine to justify expanding the scope of border searches. The expansion of the search under the Border Exception Doctrine by the DHS rules to include the warrantless search of mobile device data likely makes such border searches unconstitutional.

This Article explains that the rationale of the Border Search Exception doctrine with its self-imposed limits coupled with a person’s reasonable expectation of privacy at the border under the Katz reasonable expectation of privacy test finds the warrantless border search of mobile device data as unreasonable and thereby likely unconstitutional in view of the Fourth Amendment. Moreover, recent U.S. Supreme Court holdings further bolsters the assertion that a warrantless

---


Lawrence Hurley, Supreme Court to Decide Legality of Trump Travel Ban, REUTERS (Jan. 19, 2018, 2:12 PM), https://www.reuters.com/article/us-usa-court-immigration/supreme-court-to-decide-legality-of-trump-travel-ban-idUSKBN1F82EY [https://perma.cc/63U9-CZUJ] (stating that the travel ban was one way the U.S. government hoped to secure the border from terrorists masquerading as refugees to do harm against the U.S.).

See FBI, WHAT WE INVESTIGATE, https://www.fbi.gov/investigate/terrorism [https://perma.cc/8642-YTQC] (stating terrorism is conducted by people with extremist ideology); Roberto Iraola, Terrorism, the Border, and the Fourth Amendment, 2003 FED. CTNS. L. REV. 1, *V.1 (2003) (stating “[t]he border exception to the Fourth Amendment provides the government with the necessary flexibility to detain and search persons and goods in its endeavor to protect the mainland and its citizens against acts of terrorism.”).

Inspection of Electronic Devices, supra note 8. See Motion to Dismiss, supra note 19 at 3 (stating “Border searches of electronic devices are “a crucial tool for detecting information [relating] to terrorism.”) (quoting Border Search of Electronic Devices, ICE Directive No. 7 ¶ 4).


See Iraola, supra note 32. See also Inspection of Electronic Devices, supra note 8.

See Iraola, supra note 32. See also Inspection of Electronic Devices, supra note 8.

Inspection of Electronic Devices, supra note 8. See also Kerr, supra note 7.

Ramsey, 431 U.S. at 618 n. 13; Riley, 134 S. Ct. at 2494-95 (holding “[m]odern cell phones are not just another technological convenience. With all they contain and all they may reveal, they hold for many Americans ‘the privacy of life. The fact that technology now allows an individual to carry such information in his hand does not make the information any less worthy of the protection for which the Founders fought. Our answer to the question of what police must do before searching a cell phone seized incident to an arrest is accordingly simple—get a warrant.’”). Carpenter, 138 S. Ct. at 2217, 2222 (holding that “an individual maintains a legitimate expectation of privacy” in mobile device location information and a warrant is required when a “suspect has a legitimate privacy interest in records help by a third party.”).
search of such mobile device data at the border is not reasonable and thereby is unconstitutional.  

In addition, this Article discusses the likely unconstitutionality of warrantless border searches of mobile device data through the perspective of the real-life event of a U.S. citizen being detained under the DHS rules until he consented and provided the passcode of his mobile phone to CBP officials to allow them to search its data.  

Through the backdrop of these events, the Article further explains the way in which the warrantless search of a U.S citizen’s mobile device data is likely unconstitutional under such circumstances. Finally, the Article synthesizes these ideas to show that the search of mobile device data at the border may require a warrant, in contrast to CBP officials’ belief that warrantless border search of mobile device data is justified, and in contrast to some of academia’s legal literature finding that only reasonable suspicion or probable cause may be necessary for such a search.

I. WARRANTLESS SEARCH OF U.S. BORN CITIZENS’ MOBILE DEVICE DATA BY AIRPORT BORDER SECURITY

In January 2017, a U.S. born citizen, thirty-five-year-old Sidd Bikkannavar, was detained for a period of time at Houston’s George Bush Intercontinental Airport while returning home from Chile. While passing through customs and immigration procedures at the airport, CBP officials insisted on searching the data accessible from his mobile phone. At first, he refused because he worked as a scientist for the National Aeronautics and Space Administration (“NASA”)’s Jet Propulsion Laboratory (“JPL”) in Pasadena, California, and his mobile phone contained confidential information concerning his NASA work. However, as CBP officials made it clear that his mobile phone could be seized indefinitely until he consented to the search, Bikkannavar relented and provided the passcode to his mobile phone to allow CBP officials to search its data.

Bikkannavar stated that CBP officials gave him a document titled “Inspection of Electronic Devices” indicating that the CBP had the right to search all people, baggage, and merchandise arriving in, or departing from, the United States. Further, such a search was mandatory and the

---

39 Ramsey, 431 U.S. at 618; Riley, 134 S. Ct. at 2494-95; Carpenter, 138 S. Ct. at 2217, 2222.
41 Amended Complaint, supra note 21 at 21-22; Ramsey, 431 U.S. at 618 n 13; Katz, 389 U.S. at 361; Riley, 134 S. Ct. at 2494-95; Carpenter, 138 S. Ct. at 2217, 2222.
42 Eunice Park, The Elephant in the Room: What Is a “Nonroutine” Border Search, Anyway? Digital Device Searches Post-Riley, 44 HASTINGS CONST. L.Q. 277, 313-314 (2017) (stating “this Article urges that such a standard provides the balance that is needed between the critical interests of both law enforcement and the private individual.”). See also Miller, supra note 15.
43 Grinberg and Croft, supra note 21.
44 Waddell, supra note 40.
45 Id.
46 Id.
47 Grinberg and Croft, supra note 21.
48 Waddell, supra note 40. See also Amended Complaint, supra note 21. Inspection of Electronic Devices See U.S. CUSTOMS AND BORDER PROTECTION, supra note 8.
consequence for failure to cooperate could lead to the seizure of the mobile phone.49 The rules indicated that one of the purposes of the warrantless border search of mobile device data included determining whether a person entering the U.S. had a terrorist ideology and to deter terrorists from entering the country.50

Interestingly, Bikannavar has been vetted by the government twice over to determine whether or not he was a national security risk.51 As a government scientist, he had gone through a thorough background check so that he could work with confidential information.52 Further, as part of the Customs and Border Protection Global Entry program that allows officials to waive him through customs lines after scanning his fingerprints, he had also submitted himself through another vetting process.53 None of this mattered as CBP officials bullied him to provide them with the passcode to his mobile phone so that they could search its data without a warrant.54

In September 2017, Bikannavar and several co-plaintiffs, represented by the American Civil Liberties Union (“ACLU”), sued the DHS in Federal District Court in Massachusetts to find that the DHS rules allowing a warrantless border search of mobile device data are unconstitutional in view of the Fourth Amendment.55 As discussed herein, the court should hold that they do so.

II. U.S. SUPREME COURT JURISPRUDENCE HOLDS SOME BORDER SEARCHES MAY REQUIRE A WARRANT

The Fourth Amendment holds that a person is free from unreasonable search and seizure by law enforcement officers.56 The U.S. Supreme Court has evolved its Fourth Amendment jurisprudence over time such that law enforcement officers cannot search a person or the person’s belongings without a warrant issued by a judge based on probable cause.57 However, the Court did hold that there are certain exceptional situations in which a warrantless search is reasonable which includes a warrantless search at the border.58 As will be discussed herein, a warrantless border search to initially determine a person’s lawful entry and carrying of no contraband may be reasonable.59 However, after such a determination, there may come a point during a warrantless border search becomes unreasonable or “particularly offensive” even under the Border Search

49. Waddell, supra note 40.
51. Waddell, supra note 40.
52. Id.
53. Id.
54. Amended Complaint, supra note 21.
55. Id. at 39-40.
56. U.S. CONST. Amend. IV.
57. Katz, 389 U.S. at 353 (holding “[w]e conclude that the underpinnings of Olmstead and Goldman have been so eroded by our subsequent decisions that the ‘trespass’ doctrine there enunciated can no longer be regarded as controlling.”) See also Katz, 389 U.S. at 361 (“[m]y understanding of the rule that has emerged from prior decisions is that there is a twofold requirement, first that a person have exhibited an actual (subjective) expectation of privacy and, second, that the expectation be one that society is prepared to recognize as ‘reasonable.’”) (Harlan, J., concurring).
58. Riley, 134 S. Ct. at 2482; Prouse, 440 U.S. at 655-56 (1979); Carroll, 267 U.S. at 153-54.
59. Ramsey, 431 U.S. at 618 n. 13; Carroll, 267 U.S. at 153-54. See also Miller, supra note 15 at 1954.
Exception doctrine.\textsuperscript{60} Prior to discussing the Border Search Exception doctrine, it is imperative to understand the way in which the U.S. Supreme Court’s jurisprudence on the Fourth Amendment has evolved.

\textit{A. From “Constitutionally Protected Places” to “Reasonable Expectation of Privacy”}

\textit{Olmstead v. United States} laid the groundwork for Fourth Amendment jurisprudence for decades.\textsuperscript{61} Its holding was overruled years later, but it is crucial to understand this case to provide the context of later Fourth Amendment jurisprudence.\textsuperscript{62}

In \textit{Olmstead}, a U.S. Supreme Court case authored by former President and Chief Justice William Howard Taft, the Court dealt with wiretapping Roy Olmstead and his colleagues to determine whether they violated the Prohibition laws of the 1920s.\textsuperscript{63} Prohibition officers wiretapped the telephone lines of Olmstead’s offices in the basement of the office building as well as wiretapped his residential phone lines from the street.\textsuperscript{64} Prohibition officers did not trespass either Olmstead’s office or home to wiretap the phone lines.\textsuperscript{65} The information gathered by Prohibition officers led to the conviction of Olmstead and his colleagues for violating Prohibition laws.\textsuperscript{66}

Chief Justice Taft’s analysis of previous Fourth Amendment cases found that the Fourth Amendment protects “material things-the person, the house, his papers, or his effects” because the text of the Fourth Amendment itself states “the warrant . . . must specify the place to be searched and the person or things to be seized.”\textsuperscript{67} Further, Chief Justice Taft stated the invention of the telephone extended communications such that two people can talk to each over a great distance\textsuperscript{68} but argued that the Fourth Amendment cannot be expanded to include telephone communications across such a great distance from the defendant’s residence or place of business.\textsuperscript{69} In addition, Chief Justice Taft analogized that the “intervening wires” of telephone communications are not part of Olmstead’s residence or place of business, “any more than are the highways along which they are stretched.”\textsuperscript{70} Thus, Chief Justice Taft held “the wiretapping here disclosed did not amount to a search or seizure within the meaning of the Fourth Amendment.”\textsuperscript{71a}

As a result of this ruling in 1928, the Fourth Amendment constitutionally protected a person’s place such as his home of office as well as his tangible possessions, but not his ethereal voice conversations over telephone wires.\textsuperscript{72} Such a narrow interpretation of the Fourth Amendment would surprise modern day jurists, which find a more expansive protection of privacy interests.

\textsuperscript{60} Ramsey, 431 U.S. at 618 n. 13.
\textsuperscript{61} Olmstead v. United States, 277 U.S. 438, 468 (1928); Katz, 389 U.S. at 353.
\textsuperscript{62} Olmstead, 277 U.S. 438, 468 (1928).
\textsuperscript{63} \textit{Id.} at 456-57.
\textsuperscript{64} \textit{Id.} at 457.
\textsuperscript{65} \textit{Id.}
\textsuperscript{66} \textit{Id.} at 455-56.
\textsuperscript{67} \textit{Id.} at 464 (quoting U.S. CONST. Amend. IV.).
\textsuperscript{68} \textit{Id.} at 465.
\textsuperscript{69} \textit{Id.}
\textsuperscript{70} \textit{Id.}
\textsuperscript{71} \textit{Id.} at 466.
\textsuperscript{72} \textit{Id.}
given by the Fourth Amendment.\textsuperscript{73} As one may expect, \textit{Olmstead}'s narrow holding was slowly expanded by subsequent U.S. Supreme Court cases.\textsuperscript{74} Almost four decades after \textit{Olmstead}, the U.S Supreme Court remedied its narrow-minded decision.\textsuperscript{75} In \textit{Katz v. United States}, Charles Katz appealed from a conviction of violating wagering statutes when he collected wagering information over a telephone located in a phone booth in Los Angeles from Miami and Boston.\textsuperscript{76} FBI agents placed electronic listening devices, without a search warrant, on the outside of the phone booth to record Katz's conversation.\textsuperscript{77} Evidence from these recordings led to Katz's conviction.\textsuperscript{78}

Justice Stewart authored the majority opinion and found that “the underpinnings of \textit{Olmstead} and \textit{Goldman} have been so eroded . . . [in which] . . . the ‘trespass’ doctrine there enunciated can no longer be regarded as controlling.”\textsuperscript{79} Law enforcement officers that recorded Katz's voice conversations “violated the privacy upon which he justifiably relied while using the telephone booth and thus [their actions] constituted a ‘search and seizure’ within the meaning of the Fourth Amendment.”\textsuperscript{80} Further, Justice Stewart stated that “[t]he fact that the electronic device employed to achieve that end did not happen to penetrate the wall of the booth can have no constitutional significance,” thereby ending the notion that the Fourth Amendment only “constitutionally protected places.”\textsuperscript{81} Finally, Justice Stewart held that Fourth Amendment “considerations do not vanish when the search in question is transferred from the setting of a home, an office, or a hotel room to that of a telephone booth.”\textsuperscript{82} Wherever a man may be, he is entitled to know that he will remain free from unreasonable searches and seizures.\textsuperscript{83} The government agents here ignored the procedure of antecedent justification that is central to the Fourth Amendment, a procedure that we hold to be a constitutional precondition of the kind of electronic surveillance involved in this case.\textsuperscript{84}

\textsuperscript{73} \textit{Id.} at 361; \textit{Katz}, 389 U.S. at 370 (\textit{Katz} sets the stage for modern Fourth Amendment jurisprudence, finding that “‘[t]o support its new interpretation of the Fourth Amendment, which in effect amounts to a rewriting of the language of, the Court’s opinion concludes that ‘the underpinnings of \textit{Olmstead} and \textit{Goldman} have been eroded by our subsequent decisions.’”) (White, J., concurring). \textit{See also LAFAVE, supra} note 8 at 62\S 2.1 (d) n. 127 (quoting John M. Junker, \textit{The Structure of the Fourth Amendment Scope of the Protection}, 79 J. CRIM. L. & C. 1105, 1125-26 (1989)) (stating “‘What’[w]hat is remarkable, however, is how little was changed by \textit{Katz}’s abandonment of the ‘trespass’ standard of \textit{Olmstead} v. United States.’”).

\textsuperscript{74} \textit{Katz}, 389 U.S. at 353. \textit{See LAFAVE, supra} note 8 at \S 2.1(b) (stating that subsequent Supreme Court cases since \textit{Olmstead} eroded its holding thereby expanding Fourth Amendment protections).

\textsuperscript{75} \textit{Katz}, 389 U.S. at 370 (White, J., concurring); \textit{LAFAVE, supra} note 8 at \S 2.1 (d).

\textsuperscript{76} \textit{Katz}, 389 U.S. at 348.

\textsuperscript{77} \textit{Id}. at 348

\textsuperscript{78} \textit{Id}. at 348-49.

\textsuperscript{79} \textit{Id}. at 353.

\textsuperscript{80} \textit{Id}. at 353.

\textsuperscript{81} \textit{Id}; \textit{See also LAFAVE, supra} note 8 at \S 2.1 (b).

\textsuperscript{82} \textit{Katz}, 389 U.S. at 359.

\textsuperscript{83} \textit{Id}.

\textsuperscript{84} \textit{Id}; \textit{LAFAVE, supra} note 8 at \S 2.1(b) (stating “[t]he Court then proceeded to hold that the electronic eavesdropping, although apparently undertaken upon a ‘strong probability’ that Katz was using the telephone in violation of federal law, was an unconstitutional search because the agents had not first obtained a warrant.”).
Katz is the basis of modern Fourth Amendment jurisprudence. The Katz test that is used to analyze whether a search comports with the Fourth Amendment does not come from Justice Stewart’s majority opinion but rather from Justice Harlan’s concurring opinion. Justice Harlan held that “[m]y understanding of the rule . . . is that there is a twofold requirement, first that a person have exhibited an actual (subjective) expectation of privacy and, second, that the expectation be one that society is prepared to recognize as ‘reasonable.’” Justice Harlan further stated “[t]hus a man’s home is, for most purposes, a place where he expects privacy, but objects, activities, or statements that he exposes to the ‘plain view’ of outsiders are not ‘protected’ because no intention to keep them to himself has been exhibited. On the other hand, conversations in the open would not be protected against being overheard, for the expectation of privacy under the circumstances would be unreasonable.”

Thus, Katz lays the foundation of modern Fourth Amendment jurisprudence. Other than material possessions within the home hidden from plain view, a person has a privacy interest in other possessions, however, ethereal (e.g. voice conversations, electronic data, etc.) according to the Katz requirement of reasonable expectation of privacy. Thus, if there is a privacy interest for a person’s possession under the Katz requirement, then any reasonable search of that person’s possessions by law enforcement requires a search warrant obtained based on probable cause.

Although the Border Search Exception doctrine can be viewed as an exception to the warrant requirement in the Fourth Amendment, it still should work in conjunction with the Katz test. That is, the Border Search Exception doctrine balances the government’s interest with a person’s privacy interest. Thus, for some types of searches at the border, a person would not have a reasonable expectation of privacy in view of the government’s interest. However, in other types of border searches, a person may have a reasonable expectation of privacy, that if carried out, would be “particularly offensive,” unreasonable, and possibly require a warrant.

86 Katz, 389 U.S. at 348; Kyllo, 533 U.S. at 33; LAFAVE, supra note 8 at § 2.1 (b) (stating “[i]n his concurring opinion in Katz, Justice Harlan indicated that he ‘join[ed] the opinion of the Court,’ but then explained what he took that opinion to mean. Because lower courts attempting to interpret and apply Katz quickly came to rely upon the Harlan elaboration, as ultimately did a majority of the Supreme Court . . .”).
87 Katz, 389 U.S. at 361.
88 Id.; LAFAVE, supra note 8 at § 2.1(b).
89 Kyllo, 533 U.S. at 32-33; Riley, 134 S. Ct. at 2497.
90 Katz, 389 U.S. at 361; Kyllo, 533 U.S. at 32-33; Riley, 134 S. Ct. at 2497; LAFAVE, supra note 8 at § 2.1(b).
91 Katz, 389 U.S. at 361.
92 Ramsey, 431 U.S. at 618; Katz, 389 U.S. at 361; LAFAVE, supra note 8 at § 2.1(b) (stating “It is important to realize that Katz did not merely extend Fourth Amendment protection to electronic surveillance. By redefining the basis upon which it could be said that a search and seizure had taken place, Katz also potentially altered all future applications of Fourth Amendments rights regarding searches and seizures.”) citing Note, 23 CLEV. ST. L. REV. 63, 66 (1974). See also Kerr, supra note 7.
93 Miller, supra note 15 at 1988.
94 Carroll, 267 U.S. at 154. Park, supra note 42, at 282.
95 See text supra note 11; Ramsey, 431 U.S. at 618 n. 13; Katz, 389 U.S. at 361; Carpenter, 138 S. Ct. at 2217.
B. Border Search Exception Doctrine Can Require a Warrant for Some Border Searches If “Particularly Offensive”

The Border Search Exception doctrine balances the sovereignty interest to protect the nation from unlawful entry of people and contraband with people’s reasonable expectation of privacy from searches of their person and belongings.\(^96\) As indicated below, the Border Search Exception doctrine allows CBP officials to conduct a reasonable search without a warrant of a person and the person’s belongings at the border.\(^97\) However, the genesis of the Border Search Exception doctrine was rooted in balancing sovereignty interests with the individual privacy interest, and this weighing of interests has been maintained as a backdrop in many cases invoking the Border Search Exception doctrine.\(^98\)

As modern Fourth Amendment jurisprudence evolved during the 20\(^{th}\) century, so did the Border Exception to the Fourth Amendment.\(^99\) The Border Search Exception doctrine was first promulgated in *Carroll v. United States*.\(^100\) In that case, law enforcement officers stopped driver George Carroll and searched his automobile for contraband (i.e. liquor during the Prohibition) in Michigan, nowhere near a border.\(^101\)

In *Carroll*, the law enforcement officer, two months prior to the stop, engaged in a sting operation to purchase illegal liquor from Carroll.\(^102\) At the time of the sting operation, the law enforcement officer noted that Carroll drove an Oldsmobile roadster automobile and mentioned that he needed to bring the liquor from a place east of Grand Rapids.\(^103\) However, the sting operation was not successful, as Carroll never delivered the liquor.\(^104\) Two months after the sting operation, the law enforcement officer patrolled a road east of Grand Rapids and recognized Carroll’s Oldsmobile Roadster.\(^105\) Based on the evidence gathered from the sting operation, the law enforcement officer stopped and searched Carroll’s Oldsmobile roadster and found several dozen bottles of liquor.\(^106\) The Court found evidence from the sting operation sufficient for probable cause to stop and search Carroll’s vehicle without a warrant.\(^107\)

Although the case was a vehicle stop within the borders of the country, which included a search of the automobile without a warrant, the Court stated that there are several exceptions to the

\(^{96}\) *Katz*, 389 U.S. at 361; *Carroll*, 267 U.S. at 154; Miller, *supra* note 15 at 1988.


\(^{98}\) See *supra* note 11 and accompanying text; *Carroll*, 267 U.S. at 154.


\(^{100}\) *Carroll*, 267 U.S. at 154; LAFAVE, *supra* note 8 at § 10.5(a) (stating that the United States Supreme Court did not have occasion to pass directly upon the question of whether routine searches of persons or things entering the country are permissible under the Fourth Amendment until *Carroll v. United States*).

\(^{101}\) *Carroll*, 267 U.S. at 160.

\(^{102}\) *Id*. at 134-35, 160.

\(^{103}\) *Id*. at 135.

\(^{104}\) *Id*.

\(^{105}\) *Id*.

\(^{106}\) *Id*. at 135-36.

\(^{107}\) *Id*. at 162.
Fourth Amendment requirement of obtaining a warrant from a judge based on probable cause.\(^{108}\) Such exceptions include a vehicle stop and a border search.\(^{109}\)

Chief Justice Taft authored the opinion of the Court in \textit{Carroll}\(^{110}\) and stated that the Fourth Amendment protects a person from \textit{unreasonable} searches and seizures without a warrant.\(^{111}\) It would be reasonable for a law enforcement officer to stop and search a vehicle without a warrant because a vehicle can move out of the jurisdiction before the law enforcement officer can obtain a warrant to stop and search the vehicle.\(^{112}\) Thus, in \textit{Carroll}, Chief Justice Taft held that the law enforcement officer can stop and search a suspect’s vehicle without a warrant if the law enforcement office has probable cause to do so.\(^{113}\)

Further, Chief Justice Taft explained a Border Search Exception to the Fourth Amendment as “[travelers] may be so stopped in crossing an international boundary because of national self-protection reasonably requiring one entering the country to identify himself as entitled to come in, and his belongings as effects which maybe lawfully brought in.”\(^{114}\) Thus, the Border Search Exception was promulgated under the backdrop of a vehicle stop in which the Court was concerned that suspects may flee jurisdictions prior to law enforcement obtaining a search warrant.\(^{115}\) Moreover, the Court did state that “[t]he Fourth Amendment is to be construed in the light of what was deemed an unreasonable search and seizure when it was adopted, and in a manner which will conserve public interests as well as the interests and rights of individual citizens.”\(^{116}\) Therefore, the Border Search Exception was mired in the premise that it was in the public interest to ascertain a person’s right to enter the U.S. and search to determine whether the person’s possessions included contraband without a warrant because any suspect may flee the jurisdiction prior to obtaining a search warrant.\(^{117}\)

In \textit{United States v. Ramsey}, Justice Rehnquist further explained the Border Search Exception doctrine and its rationale and purpose.\(^{118}\) CBP officials invoked the Border Search Exception in this 1977 case to conduct a warrantless search of envelopes sent in the mail carrying narcotics.\(^{119}\) CBP officials found the envelopes were heavier than usual international mail and were from Thailand, a known source of narcotics.\(^{120}\)

Justice Rehnquist stated “[t]hat searches made at the border, pursuant to the long-standing right of the sovereign to protect itself by stopping and examining people and their property crossing

\(^{108}\) \textit{Id.} at 153-54.

\(^{109}\) \textit{Id.}

\(^{110}\) \textit{Carroll}, 267 U.S. at 136, 143.

\(^{111}\) \textit{Id.} at 147-49.

\(^{112}\) \textit{Id.} at 153-54.

\(^{113}\) \textit{Id.} at 155-56; \textit{LAFAVE, supra} note 8, at 221-22.

\(^{114}\) \textit{Carroll}, 267 U.S. at 154; \textit{LAFAVE, supra} note 8, at 222 (stating that border searches since the adoption of the Fourth Amendment have been considered “reasonable” by the fact that the person or item in question had entered into the country from outside.) (citing United States v. Ramsey, 431 U.S. 606, 619 (1977)).

\(^{115}\) \textit{Carroll}, 267 U.S. at 153-54.

\(^{116}\) \textit{Id.} at 149.

\(^{117}\) \textit{Id.} 153-154.

\(^{118}\) \textit{Id.} at 617-18.

\(^{119}\) \textit{Id.} at 609-10.

\(^{120}\) \textit{Id.} at 609.
into this country, are reasonable simply by virtue of the fact that they occur at the border. Justice Rehnquist went on to cite Carroll by quoting “[i]t would be intolerable and unreasonable if a prohibition agent were authorized to stop every automobile on the chance of finding liquor and thus subject all persons lawfully using the highways to the inconvenience and indignity of such a search.” In addition, Justice Rehnquist reiterated that the Border Search exception from Carroll provides for a warrantless search of a person and the person’s belongings to ascertain whether the person can legally enter the United States and whether the person is carrying contraband. Finally, Justice Rehnquist held that “[b]order searches, then, from before the adoption of the Fourth Amendment, have been considered to be ‘reasonable’ by the single fact that the person or item in question had entered into the country from outside. There has never been any additional requirement that the reasonableness of a border search depended on the existence of probable cause.” Justice Rehnquist further stated that such warrantless border searches were “‘reasonable’” and “[have] a history as old as the Fourth Amendment itself.”

However, buried in a footnote, Justice Rehnquist stated “[w]e do not decide whether, and under what circumstances, a border search might be deemed ‘unreasonable’ because of the particularly offensive manner in which it is carried out.” In this footnote, Justice Rehnquist acknowledged limits to warrantless border searches under the Border Search Exception doctrine but provided no guidance to the extent of the limits.

Stepping back from Border Search Exception doctrine jurisprudence and viewing the overarching Fourth Amendment principles may provide the answer to the limits of the Border Search Exception doctrine. Ramsey was decided ten years after Katz and fifty years after Carroll. The limits of the Border Search Exception doctrine should be determined in conjunction with its initial rationale from Carroll and a person’s reasonable expectation of privacy from the Katz test. Thus, the confluence of Carroll, Katz, and Ramsey, results in a person having no reasonable expectation of privacy from certain types of border searches in a narrow circumstance - those that ascertain that the person has a legal right to enter the U.S. and carries no contraband. However, the Supreme Court jurisprudence resulting from the combination of Carroll, Katz, and Ramsey also holds that a person may have a reasonable expectation of privacy with regard to other
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types of border searches beyond this narrow circumstance.\textsuperscript{132} Thus, these types of border searches may be "particularly offensive" and unreasonable, and thereby likely unconstitutional if conducted without a warrant.\textsuperscript{133}

One invasive case of search and seizure of persons under the Border Search Exception doctrine was \textit{United States v. Montoya de Hernandez}.\textsuperscript{134} At first glance, this case may indicate an expansion of the Border Search Exception doctrine,\textsuperscript{135} but after further consideration, it reveals that the conducted search is within the traditional limits of the Border Search Exception doctrine.\textsuperscript{136} In this 1985 case, CBP officials at Los Angeles International Airport suspected Montoya de Hernandez of smuggling drugs in her alimentary canal based on her frequent trips between Bogotá, Colombia, and Los Angeles, California.\textsuperscript{137} CBP officials searched her and determined that she was wearing a girdle and elastic underpants lined with paper towels, indicating she was smuggling drugs in her alimentary canal.\textsuperscript{138} As a result, CBP officials detained Montoya de Hernandez for sixteen hours, during which time CBP officials obtained a warrant from a Federal Magistrate to conduct a rectal search.\textsuperscript{139} After conducting this search, it was found that Montoya de Hernandez was indeed smuggling drugs in her alimentary canal.\textsuperscript{140}

Justice Rehnquist stated that the Border Search Exception doctrine "[b]alanced against the sovereign’s interests at the border [and] the Fourth Amendment rights of respondent."\textsuperscript{141} Further, Justice Rehnquist found,

respondent was entitled to be free from unreasonable search and seizure. But not only is the expectation of privacy less at the border than in the interior, the Fourth Amendment balance between the interests of the Government and the privacy right of the individual is also struck much more favorably to the Government at the border.\textsuperscript{142}

Finally, Justice Rehnquist held “that the detention of a traveler at the border, beyond the scope of a routine customs search and inspection, is justified at its inception if customs agents, considering all the facts surrounding the traveler and her trip, reasonably suspect that the traveler is

\textsuperscript{132} \textit{Carroll}, 267 U.S. at 154; \textit{Ramsey}, 431 U.S. at 618 n. 13. \textit{Katz}, 389 U.S. at 361. \textit{See} Miller, supra note 15, at 1953-54. \textit{But see} LAFAVE, supra note 8 at 810§ 10.5(f) at 260–65 (outlining the line of Supreme Court cases that all but eliminate the reasonable suspicion requirement before a warrantless search).

\textsuperscript{133} \textit{See supra} note 11 and accompanying text; \textit{Carroll}, 267 U.S. at 154; \textit{Ramsey}, 431 U.S. at 618; \textit{Katz}, 389 U.S. at 361; Kerr, \textit{supra} note 7.

\textsuperscript{134} \textit{Montoya de Hernandez}, 473 U.S. at 541.

\textsuperscript{135} \textit{Id.} at 539.

\textsuperscript{136} \textit{Id.} at 540-41. \textit{See} Miller, supra note 14, at 1953-54 (stating that the historical justification of the Border Search Exception doctrine is to determine whether a person can legally enter the United States or whether a person’s belongings include contraband).

\textsuperscript{137} \textit{Montoya de Hernandez}, 473 U.S. at 533; LAFAVE, supra note 8 at 810§ 10.5(b) at 233.

\textsuperscript{138} \textit{Montoya de Hernandez}, 473 U.S. at 534.

\textsuperscript{139} \textit{Id.} at 535-536.

\textsuperscript{140} \textit{Id.} at 535–36; LAFAVE, supra note 8 at 810§ 10.5(b) at 233.

\textsuperscript{141} \textit{Montoya de Hernandez}, 473 U.S. at 539.

\textsuperscript{142} \textit{Id.} at 539-40.
smuggling contraband in her alimentary canal."

Although one view of this case may be that it expanded the Border Search Exception doctrine to allow for the invasive, warrantless search of a person’s alimentary canal, in actuality the search was conducted within the limits of the Border Search Exception doctrine that include ascertaining whether a person is carrying contraband into the U.S. Specifically, the border search was to determine whether Montoya de Hernandez was smuggling contraband in her alimentary canal. However, Rehnquist found that such a search of the alimentary canal must be conducted only if there is reasonable suspicion of contraband being smuggled. Thus, the unbridled authority to search a person for carrying contraband without any reasonable suspicion had been reined in by the Court with Montoya de Hernandez. That is, prior to this case, it was unclear whether CBP officials could search a person and the person’s belongings for contraband without any need for reasonable suspicion. However, in Montoya de Hernandez, Rehnquist said that, for invasive body searches, reasonable suspicion is needed, thereby limiting the Border Search Exception doctrine. Further, Montoya de Hernandez does not deviate from the limit of the Border Search Exception doctrine stated in Ramsey and found in Carroll, which held that any further search beyond ascertaining whether a person has a legal right to enter the U.S. and is carrying no contraband may require a search warrant if it were “particularly offensive” and unreasonable.

Moreover, Justice Brennan, in his dissent, lambasted Justice Rehnquist, stating search and seizures conducted by CBP officials on Montoya de Hernandez are that of a police state and not of free society as this country. Justice Brennan advocated limiting the Border Search Exception doctrine even further than Justice Rehnquist by stating that such an intrusive search cannot be based simply on reasonable suspicion, but rather can only be based on probable cause and approval of a judicial officer. Such a holding would still balance the country’s public interest with the individual’s privacy interest as iterated by Justice Rehnquist. If left unchecked, Justice Brennan feared that overzealous officers may run afoul of the Fourth Amendment and illegally search and seize people at the border.
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One could argue that Justice Brennan’s analysis of the facts in *Montoya de Hernandez* through the lens of *Carroll, Ramsey*, and *Katz*.156 That is, *Carroll* provided the genesis of the Border Search Exception doctrine allowing a warrantless search of a person to ascertain whether the person can legally enter the U.S. and ascertain whether the person’s belongings have any contraband.157 *Ramsey* found that there can be searches at the border, which can be particularly offensive, that could possibly require a search warrant,158 and *Katz* provided the guidance on which border searches are particularly offensive.159 Justice Brennan found that a person has a reasonable expectation of privacy of her alimentary canal from a warrantless search at the border, even if it is to ascertain whether the person is smuggling contraband into the United States. Thus, his insistence that such a border search be conducted after obtaining a warrant is based on probable cause.160

Another invasive search of a person’s belongings conducted under the Border Search Exception was in *United States v. Flores-Montano*.161 In this 2004 case, a vehicle crossing the border was stopped by CBP officials and asked to proceed to a secondary inspection area without any reasonable suspicion.162 At the secondary inspection area, another CBP official tapped the vehicle’s gas tank and found that it sounded solid as opposed to hollow.163 With this further suspicion, a mechanic was ordered to disassemble the gas tank, which revealed that the driver was smuggling drugs in the gas tank.164

Chief Justice Rehnquist stated that the “[g]overnment’s interest in preventing the entry of unwanted persons and effects is at its zenith at the international border.”165 Further, Chief Justice Rehnquist found “[t]ime and again, we have stated that ‘searches made at the border, pursuant to the longstanding right of the sovereign to protect itself by stopping and examining persons and property crossing into this country, are reasonable simply by virtue of the fact that they occur at the border.’”166 Finally, Chief Justice Rehnquist held that the “[g]overnment’s authority to conduct suspicionless inspections at the border includes the authority to remove, disassemble, and reassemble a vehicle’s fuel tank.”167 However, Chief Justice tempered this holding by stating that
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“[w]hile it may be true that some searches of property are so destructive as to require a different result, this was not one of them.”\textsuperscript{168} Flores-Montano did not expand the Border Search Exception doctrine beyond ascertaining whether a person can legally enter the U.S. or whether the person is carrying contraband.\textsuperscript{169} A person does not have a reasonable expectation of privacy from a warrantless search of his or her vehicle’s gas tank for contraband at the border.\textsuperscript{170} However, Chief Justice Rehnquist’s tempered holding can lead to the conclusion that the Court may find that further searches of a person’s belongings at the border could require reasonable suspicion, probable cause, or even require a warrant if a person has a reasonable expectation of privacy to such belongings.\textsuperscript{171}

C. Lower Federal Court Rulings Are Likely Wrong Regarding Warrantless Border Search of Mobile Device Data

Although there is no U.S. Supreme Court case that deals with searching mobile device data at the border, lower courts have dealt with the issue.\textsuperscript{172} One such case is United States v. Ickes from the Fourth Circuit.\textsuperscript{173} In this 2004 case, John Ickes was driving from Canada into the Unites States near Detroit, Michigan.\textsuperscript{174} At the border entry point, Ickes told a CBP official that he was returning to the United States from vacation.\textsuperscript{175} The CBP official found this suspicious because a cursory inspection of Ickes’ vehicle indicated that it carried many of his belongings, so much so that it looked as if it stored everything he owned.\textsuperscript{176} Consequently, the CBP official directed Ickes to a secondary inspection area where another CBP official conducted a more thorough secondary search.\textsuperscript{177} Initially, the secondary search revealed a video camera containing a tape of a tennis match that suspiciously focused on a ball boy.\textsuperscript{178} Further into the search revealed that Ickes’ vehicle contained marijuana paraphernalia, a copy of an arrest warrant from Virginia, and a photo album of child pornography.\textsuperscript{179} At this point, the CBP officials arrested Ickes, ran his personal information, tests to determine what is a ‘routine’ search of the passenger compartment of a vehicle. Further, as opposed to a gas tank’s sole purpose is to store fuel. Therefore, a person has a less expectation of privacy in a border more ‘intrusive’ search of the vehicle’s gas tank than a person, have no place in a border search of the passenger compartment vehicles.”) (quoting Flores-Montano, 541 U.S. at 152).
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and found that he had two outstanding arrest warrants against him. Additional search of the vehicle revealed more child pornography stored on his computer.

Ickes appealed the denial of his motion to suppress the evidence found on his computer, arguing that the search was unconstitutional. Judge Wilkinson cited *Ramsey, Montoya de Hernandez*, and *Flores-Montano* to find that the Border Search Exception doctrine gave CBP officials authority to search the contents of a computer for contraband such as child pornography. However, Judge Wilkinson implied that particularized suspicion from a cursory and secondary inspection of Ickes’ vehicle led to a more intrusive search of the Ickes’ mobile device data. Thus, Judge Wilkinson seemed to intimate that some sort of reasonable suspicion is needed to conduct a border search of mobile device data.

Judge Wilkinson’s instincts comported with the rationale underlying the Border Search Exception. However, his instincts did not go far enough. That is, the Border Search Exception doctrine states that warrantless search is only reasonable to determine whether a person can legally enter the U.S. and whether the person’s belongings contain contraband. Any further search may violate a person’s reasonable expectation of privacy and may require a warrant based on probable cause because such search may be “particularly offensive.”

Thus, Judge Wilkinson found that a more particularized suspicion was needed to justify the border search of the mobile device data. Such a finding is synchronous with the rationale that once a person is determined to have a legal right to enter the U.S. and is carrying no contraband, then the person’s privacy interests are heightened. That is, once it is determined that Ickes’ mobile devices themselves were not contraband (e.g. weapons), then Ickes’ privacy interest in any further search of the mobile devices is heightened. Therefore, Judge Wilkinson justified the further
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search of the mobile device data based on the particularized suspicion arising from the cursory and secondary search of the vehicle.\textsuperscript{192} However, such heightened privacy interest may have required more than reasonable suspicion to carry out a reasonable search.\textsuperscript{193} As courts have stated, a person has a heightened privacy interest in the person’s mobile device data,\textsuperscript{194} so much so that the person may have a reasonable expectation of privacy of the mobile device data, even at the border.\textsuperscript{195} Thus, the Fourth Amendment may require that a search warrant need to be obtained based on probable cause to conduct a reasonable search.\textsuperscript{196}

Further, Judge Wilkinson’s dicta proceeds to say “[p]articularly in today’s world, national security interests may require uncovering terrorist communications, which are inherently ‘expressive.’”\textsuperscript{197} This dicta seems to impermissibly expand Border Search Exception doctrine from its traditional limits.\textsuperscript{198} Judge Wilkinson includes dicta that a warrantless search of a computer’s data can be justified under the Border Search Exception doctrine to determine a person’s ideology based the political climate of the time to urgently identify terrorists post 9/11.\textsuperscript{199} Such dicta seems to expand the Border Search Exception doctrine significantly beyond the scope held in \textit{Carroll, Ramsey}, and \textit{Katz} of a warrantless search to determine whether a person who carries no contraband can legally enter the U.S.\textsuperscript{200} Further, such dicta contravenes \textit{Ramsey}, which holds that there are instances in which a border search can be so “particularly offensive” that a warrant based on probable cause may be needed.\textsuperscript{201} In addition, \textit{Katz}, coupled with recent U.S. Supreme Court case law would find that a person would have a reasonable expectation of privacy to mobile device data from a border search.\textsuperscript{202} Thus, any border beyond determining whether a person has a right to enter the U.S. and whether the person’s belongings contain contraband may require a warrant because the border search particularly offensive for violating a person’s reasonable expectation of privacy.\textsuperscript{203}

\textit{United States v. Cotterman}, a decision from the Ninth Circuit, also dealt with the search of mobile devices at the border.\textsuperscript{204} In this 2013 case, Cotterman was returning to the U.S. from Mexico.\textsuperscript{205} CBP officials entered his name into the Treasury Enforcement Communication System (TECS), which then indicated that Cotterman was a sex offender possibly involved with child
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pornography.\textsuperscript{206} Subsequently, CBP officials searched Cotterman’s vehicle and found two laptop computers and three digital cameras.\textsuperscript{207} They searched the mobile devices and found several password-protected files.\textsuperscript{208} CBP officials detained the mobile devices for further forensic examination, after which it was revealed that the mobile devices contained over 300 files of child pornography.\textsuperscript{209}

In Federal District Court, Cotterman moved to suppress evidence from the forensic examination based on the argument that such a search should be characterized as an “extended border search” requiring reasonable suspicion, and there was none in this case.\textsuperscript{210} The District Court found that the TECS indication of Cotterman being a sex offender and the existence of password protected files did not amount to reasonable suspicion and granted the motion to suppress this evidence.\textsuperscript{211}

On appeal, Judge McKeown stated that the Extended Border Search doctrine is a “‘search away from the border where entry is not apparent, but where the dual requirements of reasonable certainty of a recent border crossing and reasonable suspicion of criminal activity are satisfied.’”\textsuperscript{212} Further, Judge McKeown found the forensic examination was not an extended border search, as it did not fit the definition.\textsuperscript{213}

However, Judge McKeown found that “[n]otwithstanding a traveler’s diminished expectation of privacy at the border, the search is still measured against the Fourth Amendment’s reasonableness requirement, which considers the nature and scope of the search.”\textsuperscript{214} Further, Judge McKeown found that “the Supreme Court has recognized that the ‘dignity and privacy interests of the person being searched’ at the border will on occasion demand ‘some level of suspicion in the case of highly intrusive searches of the person.’”\textsuperscript{215} In addition, Judge McKeown stated, “’Likewise, the Court has explained that ‘some searches of property are so destructive,’ ‘particularly offensive,’ or overly intrusive in the manner in which they are carried out as to require particularized suspicion.’”\textsuperscript{216} In addition, Judge McKeown cited \textit{United States v. Ramsey} as the case in which the U.S. Supreme Court explicitly held that there may be some instances where such searches at the border would be unreasonable.\textsuperscript{217} Judge McKeown stated the U.S. Supreme Court left “open the question of when a ‘particularly offensive’ search might fail the reasonableness test” as found in \textit{Ramsey}.\textsuperscript{218}

Moreover, Judge McKeown found that a person has substantial privacy interests in the
information stored in their mobile devices.\textsuperscript{219} The information stored on mobile devices can be construed as “papers” in the Fourth Amendment, which grants “[t]he right of the people to be secure in their persons, houses, papers, and effects, against unreasonable searches and seizures.”\textsuperscript{220} Judge McKeown also stated that the there is evidence that the DHS itself finds substantially more of a privacy interest by people of their mobile device data than in their belongings, such as a briefcase, which was resonated by recent U.S. Supreme Court case law.\textsuperscript{221} Such evidence shows that a person has a reasonable expectation of privacy from a border search of mobile device data via DHS’s own analysis and that any border search requires a search warrant.\textsuperscript{222}

Thus, Cotterman comports with Ickes and reaffirms Ramsey that the Border Search Exception doctrine limits a warrantless search to ascertaining whether a person can legally enter the U.S. and whether the person carries any contraband.\textsuperscript{223} Any further border search may be considered a “particularly offensive search”\textsuperscript{224} and may require a search warrant a priori, especially for electronic data such as mobile device data.\textsuperscript{225} In addition, Judge McKeown found any further search must carry at least some reasonable suspicion.\textsuperscript{226} However, as in Ickes, Judge McKeown likely did not go far enough.\textsuperscript{227} Viewing the facts not only in view of Carroll and Ramsey, but also in view of Katz and recent U.S. Supreme Court case law, the court should have found that a person has a reasonable expectation of privacy of its mobile device data.\textsuperscript{228} The Border Search Exception rationale implies that once a person is determined to legally enter the U.S. and carries no contraband, any further border search should comport with the Katz test requiring a warrant based on probable cause to be reasonable and thereby constitutional under the Fourth Amendment, otherwise it may be “particularly offensive.”\textsuperscript{229}

In United States v. Saboonchi, a federal case in the District of Maryland, Ali Saboonchi was returning from Canada and entered the U.S. near Buffalo, New York.\textsuperscript{230} CBP officials questioned Saboonchi and entered his name into the TECS.\textsuperscript{231} The TECS had two flags against Saboonchi indicating two investigations related to interactions with Iran.\textsuperscript{232} Based on these flags,
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his mobile devices, which included two mobile phones and a flash drive, were confiscated. The mobile devices were forensically searched and revealed that Saboonchi may have interned with an Iranian company. After further investigation of the company, it was found that Saboonchi had conducted business with the Iranian company in violation of U.S. law. Saboonchi moved to suppress the evidence found from the mobile devices due to a warrantless search.

Judge Grimm analyzed the warrantless search of the mobile devices under the Border Search Exception doctrine. Judge Grimm stated,

I cannot help but find that even if a computer or cell phone is analogized to a closed container, a forensic search cannot be analogized to a conventional search of luggage or even of a person. A forensic search is far more invasive than any other property search that I have come across and, although it lacks the discomfort or embarrassment that accompanies a body-cavity search, it has the potential to be even more revealing.

In addition, Judge Grimm found that “a computer forensic search is at least as invasive as an x-ray, takes longer, and reveals considerably more information. Thus, Judge Grimm held “under the facts presented to me in this case, I find that a search of imaged hard drives of digital devices taken from the Defendant at the border . . . cannot be performed in the absence of reasonable suspicion.”

However, Judge Grimm went on to explain in the decision that the fact that Saboonchi had two flags in the TECS, indicating he was under two investigations for dealings with Iran was reasonable suspicion for a warrantless search of the mobile devices.

Again, as in Ickes and Cotterman, the Border Search Exception doctrine is limited to allow for a warrantless search of a person and their belongings to determine that the person can legally enter the U.S. and carries no contraband. Thereafter, Judge Grimm found any further search requires reasonable suspicion. However, as in Ickes and Cotterman, Judge Grimm may not have gone far enough. The underlying rationale of Carroll was that a warrantless search is only for ascertaining whether a person can legally enter the U.S. and carries no contraband. Ramsey finds that some border searches can be particularly offensive to the privacy interest of an individual
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without providing any further guidance. However, the Katz test can be used to determine whether a border search is particularly offensive. Under Katz, one can determine whether a person has a reasonable expectation of privacy from a particular border search. Further, under the Katz test and recent U.S. Supreme Court case law as well as in Cotterman and in Saboonchi, the courts indicate that a person has a reasonable expectation of privacy from a border search of the person’s mobile device data, thereby requiring a search warrant based on probable cause for any border search of mobile device data.

III. DHS RULES CALLING FOR WARRANTLESS SEARCH OF MOBILE DEVICE DATA ARE LIKELY UNCONSTITUTIONAL

DHS has instituted rules titled “Inspection of Electronic Devices” stating that all people, baggage, and merchandise arriving in, or departing from, the United States are subject to inspection, search and detention. The inspection, search, or detention is done without a warrant. The DHS rules are for CBP officials to not only determine the identity and citizenship of all people seeking entry into the United States, but also identify and deter anyone who may be a possible terrorist from attempting to enter the country. The DHS rules cite 8 U.S.C. § 1357 as authority for a warrantless border search. 8 U.S.C. § 1357 states, in pertinent part, that a CBP official “shall have power to conduct a search, without a warrant, of the person and of the personal effects in the possession of any person seeking admission to the United States of whom the CBP official may have a reasonable cause to suspect that grounds exist for denial of admission to the United States,” nothing more.

Moreover, applying DHS rules to identify a person having a legal right to enter the U.S. as a terrorist does not comport with the Border Search Exception doctrine held in Carroll and Ramsey in conjunction with Katz. That is, once CBP officials conduct a warrantless border search to determine that a person is a U.S. citizen or has the right to enter the United States, no further border search of the person’s belongings to determine whether the person has a terrorist ideology should be conducted without a warrant because it may be “particularly offensive.” Further, a warrantless border search of a person’s mobile device data to determine whether a person has a terrorist ideology contravenes the person’s reasonable expectation of privacy, thereby “particularly
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offensive” in view of the Katz test and recent U.S Supreme Court case law in conjunction with the holdings of Carroll and Ramsey.257 Thus, the DHS rules are likely unconstitutional when conducting warrantless border searches of mobile device data in light of Carroll, Ramsey, and Katz and recent U.S. Supreme Court case law.258

Application of the DHS rules are currently being adjudicated to determine their unconstitutionality in warrantless border searches of mobile device data.259 In the events related to Sidd Bikkannavar described herein, the ACLU sued the DHS on behalf of Bikkannavar and his co-plaintiffs in Alasaad v. Duke, in Federal District Court in Massachusetts.260 The facts of the case indicate that Bikkannavar was identified by CBP officials to be a U.S. citizen and had the right to enter the United States as well as carrying no contraband.261 The warrantless border search of Bikkannavar should have ended there.262 Instead, CBP officials may have overstepped their authority by not only determine whether Bikkannavar had a right to enter the country but also determine whether or not he was a terrorist, which is “particularly offensive.”263 To that end, CBP officials conducted a warrantless border search of his mobile phone data to determine whether such data would reveal that he was a terrorist.264 Such a warrantless border search may violate the Fourth Amendment because it is both beyond the scope of the Border Search Exception doctrine in view of Ramsey and because Bikkannavar had a reasonable expectation of privacy to his mobile phone data under the Katz test and recent U.S. Supreme Court case law.265 Therefore, the border search of his mobile phone data is likely unconstitutional in view of the Fourth Amendment.266

In response to Bikkannavar’s complaint, the DHS filed a motion to dismiss citing that CBP officials have unbridled authority to search people and their belongings, including mobile phone data without a warrant at the border based on U.S. Supreme Court jurisprudence regarding the Border Search Exception doctrine.267 As is demonstrated herein, they do not.268

IV. U.S. SUPREME COURT HOLDS SEARCH OF MOBILE DEVICE DATA NEEDS A WARRANT

Although there has been no U.S. Supreme Court case dealing with border searches of the contents of mobile devices under the Border Search Exception doctrine, the U.S. Supreme Court
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has dealt with the warrantless search of mobile devices incident to arrest. 269

In Riley v. California, David Leon Riley was stopped by the police while driving his vehicle for expired registration tags. 270 During the traffic stop, the police found that Riley was driving under a suspended license. 271 As a matter of standard operating procedure, the police impounded Riley’s vehicle. 272 During an inventory search of the vehicle, police found two concealed firearms. 273 Subsequently, Riley was arrested for possession of concealed firearms. 274 Upon a search of Riley’s person incident to arrest, the police seized a mobile phone as well as personal effects that indicated Riley’s gang affiliation. 275 The police searched the contents of the mobile phone and found photographs of Riley in front of a car that was involved in a shooting a few weeks earlier. 276 Riley was charged with the earlier shooting based at least in part on the evidence found from the search of the mobile phone. 277 Riley moved to suppress the evidence found on his mobile phone on the basis that it was found through a warrantless search. 278 The trial court denied the motion and the California Court of Appeal affirmed. 279

Chief Justice Roberts issued the majority opinion that stated, based on U.S. Supreme Court precedent, the purpose of a warrantless search incident to arrest is to remove any weapons that pose a threat to law enforcement and destruction of evidence. 280 Further, Chief Justice Roberts stated that “we generally determine whether to exempt a given type of search from the warrant requirement ‘by assessing, on the one hand, the degree to which it intrudes upon an individual’s privacy and, on the other, the degree to which it is needed for the promotion of legitimate governmental interests.’” 281 Chief Justice Roberts addressed the basis for the Search Incident to Arrest exception by stating “[d]igital data stored on a cell phone cannot itself be used as a weapon to harm an arresting officer or to effectuate the arrestee’s escape.” 282 Further, Chief Justice Roberts found that law enforcement officers can conduct a warrantless search of the mobile phone to determine that it is free of any weapons. 283 However, once it is determined that the mobile phone is free of weapons, there is no need to conduct a warrantless search of the data on the mobile phone for officer safety reasons. 284 Further, Chief Justice Roberts addressed the other aspect of the Search Incident to Arrest exception by stating “once law enforcement officers have secured a cell phone, there is no
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longer any risk that the arrestee himself will be able to delete incriminating data from the phone.” 285

The underlying rationale of the Search Incident to Arrest doctrine is to allow a warrantless search incident to an arrest to find weapons to protect law enforcement officers and to prevent destruction of evidence. 286 Chief Justice Roberts held in Riley that any further search, including the data accessible by a cell phone, required a search warrant based on probable cause because a cell phone is not simply a communication device but can be a storage device containing intimate details of a person’s life. 287 Such intimate details are ones that should receive the utmost protection under the Fourth Amendment. 288 Thus, Chief Justice Roberts’s holding can be interpreted to indicate that a person has a reasonable expectation of privacy of his or her mobile device data, even from a Search Incident to Arrest, an exception to the warrant requirement of the Fourth Amendment. 289 The Search Incident to Arrest exception is analogous to the Border Search Exception doctrine, which allows a warrantless search of a person and the person’s belongings to determine whether the person can legally enter the country and whether the person’s belongings contain any contraband. 290

Further, the rationale from Riley can be analogized to the rationale described herein. 291 That is, after a warrantless border search determines that a person can legally enter the U.S. and carries no contraband, the person has a reasonable expectation of privacy from a border search of the person’s mobile device data. 292 Any search of data accessible from the person’s mobile device may require a search warrant based on probable cause to be constitutional because such a border search contravenes the person’s reasonable expectation of privacy, which can be construed as “particularly offensive.” 293

Another recent U.S. Supreme Court case, Carpenter v. U.S., regarding a warrantless search of mobile device data further bolsters the assertion that mobile device data searched at the border may require a warrant. 294 In this 2018 case, police officers arrested an accomplice of Timothy Carpenter in the robbing of several stores in Michigan and Ohio. 295 With this information, police officers submitted court orders (not warrants) to Carpenter’s mobile phone carriers for location
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information regarding his mobile phone. Based on this obtained mobile phone location information, police officers arrested Carpenter for taking part in the robberies.

Chief Justice Roberts delivered the opinion of the Court. He explained that the third party doctrine states that “a person has no legitimate expectation of privacy in information he voluntarily turns over to third parties.” However, the Chief Justice holds that the third party doctrine does not extend to mobile device location information because “an individual maintains a legitimate expectation of privacy in the record of his physical movements.” Thus, when the police obtained Carpenter’s mobile device location information, they “invaded Carpenter’s reasonable expectation of privacy in the whole of his physical movements. Therefore, Chief Justice Roberts holds that “a warrant is required in the rare case where the suspect has a legitimate privacy interest in records held by a third party” such as mobile device location information.

Parsing and deconstructing Chief Justice Roberts’ rationale in both Riley and Carpenter, and applying it to the Border Search Exception doctrine reveals a syllogism to the assertions made herein. That is, in Riley, the Search Incident to Arrest is an exception to the warrant requirement. Chief Justice Roberts delineates the bounds of exception. The Court found a legitimate expectation of privacy of mobile device data that can be construed in applying the Katz test. Finally, the Court found that this legitimate expectation of privacy falls outside the narrow exception to the warrant requirement, holding that any search of the mobile device data requirement a warrant. Similarly, in Carpenter, Chief Justice Roberts found that although the disclosure of mobile device data to a third party invokes the Third Party Doctrine exception to the warrant requirement, the legitimate expectation of privacy in an individual’s mobile device data overrides the Third Party Doctrine exception in the disclosure of mobile device data, which can again be construed to applying the Katz test. Thus, the Court held that search of mobile device data requires a warrant even though it was previously disclosed to a third party. The syllogism holds for the assertions made herein. The Border Search Exception doctrine is an exception to the warrant requirement. It is a narrow exception to determine whether a person can legally enter the United States or whether the person’s belonging contain contraband. Applying the Katz test
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shows that a person has a legitimate expectation of privacy in mobile device data.\textsuperscript{312} Further, border search of mobile device data falls out of the narrow exception of the rationale behind the Border Search Exception doctrine because it is “particularly offensive” for contravening a person’s reasonable expectation of privacy of his/her mobile device data.\textsuperscript{313} Thus, a warrant may be required to search mobile device data at the border.\textsuperscript{314}

V. ASCERTAINING THAT A PERSON HAS RIGHT TO ENTER THE UNITED STATES DOES NOT MEAN ASCERTAINING A PERSON IS NOT A TERRORIST

Synthesizing the concepts discussed herein reveals that the Border Search Exception doctrine was promulgated to balance the public interest of the country with the privacy interests of the individual.\textsuperscript{315} The public interest is only to ascertain that a person at the border has a right to enter the country and is not bringing any contraband into the country.\textsuperscript{316} After which, a person’s individual privacy interest is heightened\textsuperscript{317} and any further border search must be conducted in view of a person’s expectation of privacy.\textsuperscript{318} If not, a warrantless border search of the person’s belongings can likely be construed as “particularly offensive”, unreasonable, and unconstitutional according to the Fourth Amendment.\textsuperscript{319}

This balanced approach to border searches has been promulgated since the inception of the Border Search Exception doctrine but has been ignored by federal courts and CBP officials in recent years.\textsuperscript{320} The Court in \textit{Carroll}, in announcing the Border Search Exception doctrine, explicitly held that “[t]ravelers may be so stopped in crossing an international boundary because of national self-protection reasonably requiring one entering the country to identify himself as entitled to come in, and his belongings as effects which may be lawfully brought in.”\textsuperscript{321} The Court did not expressly expand the Border Search Exception to any other warrantless border search, thereby setting limits to the Border Search Exception doctrine.\textsuperscript{322} The Court reinforced the notion of the Border Search Exception doctrine limitations in \textit{Ramsey} by stating “[w]e do not decide whether, and under what circumstances, a border search might be deemed ‘unreasonable’ because of the particularly offensive manner in which it is carried out,”\textsuperscript{323} but the Court did not provide any further guidance.
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\item \textsuperscript{312} Carpenter, 136 S. Ct. at 2217.
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\item \textsuperscript{315} Park, supra note 42, at 314.
\item \textsuperscript{316} \textit{Carroll}, 267 U.S. at 154; Miller supra note 15, at 1953-54.
\item \textsuperscript{317} See supra text accompanying note 11; \textit{Carroll}, 267 U.S. at 154; \textit{Katz}, 389 U.S. at 361; \textit{Ramsey}, 431 U.S. at 618 n. 13. See also Miller supra note 15.
\item \textsuperscript{318} See supra text accompanying note 11; \textit{Katz}, 389 U.S. at 361; \textit{Ramsey}, 431 U.S. at n. 13. See Miller supra note 15, at 1996.
\item \textsuperscript{319} See supra text accompanying note 11; \textit{Katz}, 389 U.S. at 361; \textit{Ramsey}, 431 U.S. at n. 13; \textit{Riley}, 134 S.Ct. at 2494-95. See, e.g., Kerr, supra note 7; Amended Complaint, supra note 21, at 40-41.
\item \textsuperscript{320} Park, supra note 42, at 313-14. \textit{Ickes}, 393 F.3d at 502; \textit{Cotterman}, 709 F.3d at 957; \textit{Saboonchi}, 990 F. Supp. 2d at 549.
\item \textsuperscript{321} \textit{Carroll}, 267 U.S. at 154.
\item \textsuperscript{322} \textit{Ramsey}, 431 U.S. at 618 n. 13; Kerr, supra note 7.
\item \textsuperscript{323} \textit{Ramsey}, 431 U.S. at 618 n. 13. Kerr, supra note 7.
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on which border searches are particularly offensive to require obtaining a search warrant based on probable cause.\textsuperscript{324} However, \textit{Katz}, decided ten years prior to \textit{Ramsey}, can provide the guidance needed to determine which border searches are particularly offensive and may require a warrant.\textsuperscript{325} That is, the confluence of \textit{Carroll, Ramsey}, and \textit{Katz}, finds that a person has a reasonable expectation of privacy from any border search that is more than ascertaining whether a person can legally enter the U.S. or carries contraband.\textsuperscript{326} Such a border search requires a warrant.\textsuperscript{327} Further, the DHS itself as well as federal courts, including the U.S. Supreme Court, find that a person has a reasonable expectation of privacy in a person’s mobile device data.\textsuperscript{328} Therefore, any border search of a person’s mobile device data may require obtaining a search warrant based on probable cause, otherwise such a border search may be “particularly offensive.”\textsuperscript{329}

Without the limit of obtaining a search warrant from a judge, there exists a risk that an overzealous CBP official will aggressively use his or her authority to search the data of a mobile device of a person entering the border under the Border Search Exception doctrine.\textsuperscript{330} For example, in the case of \textit{Alasaaad v. Duke}, even after it was determined that he had a legal right to enter the U.S. and carried no contraband, Bikkannavar had the data of his mobile phone searched without a warrant to determine whether he was a terrorist.\textsuperscript{331} The warrantless border search was even more egregious because Bikkannavar had gone through two separate background checks to determine he was no security risk.\textsuperscript{332}

As the Border Search Exception doctrine states, a warrantless border search of a person and the person’s belongings is permissible to ascertain only whether the person has a right to enter the United States or whether the person’s belongings contain contraband.\textsuperscript{333} Historically, the determination of the right to enter the United States has been limited to whether the person is a U.S. citizen, legal immigrant, or current visa holder.\textsuperscript{334} However, the DHS instituted rules that have expanded the scope of this determination to include whether a person is a terrorist.\textsuperscript{335} A terrorist is defined as a person that would commit violence against a country and/or its civilians for political cause.\textsuperscript{336} Thus, to ascertain whether a person is a terrorist at the border, CBP officials must first determine a person’s political ideology and then determine that the person intends to cause acts of violence against the United States and its civilians.\textsuperscript{337} To do so, the DHS promulgated rules that

\begin{itemize}
\item[\textsuperscript{324}] Ramsey, 431 U.S. at 618 n. 13; Kerr, supra note 7.
\item[\textsuperscript{325}] See supra text accompanying note 11; Katz, 389 U.S. at 361; Ramsey, 431 U.S. at 618 n. 13; Riley, 134 S.Ct. at 2494-95.
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expand its powers to search the data accessible from a person’s mobile devices.\textsuperscript{338} The hope is to
determine a person’s ideology from searching a person’s email and social media content through his or her mobile phone.\textsuperscript{339} However, conducting such a warrantless border search of the person’s
mobile device data including personal email messages and social media is not within the scope of
the Border Search Exception doctrine.\textsuperscript{340}

Recall that the rationale of the Border Search Exception doctrine is to determine whether
a person’s belongings contain contraband.\textsuperscript{341} Thus, under the rationale of the Border Search
Exception doctrine, CBP officials can only conduct a warrantless border search to determine that a
person’s mobile phone is not contraband (for example, the cell phone does not hide a weapon or
controlled substances).\textsuperscript{342} Such a determination can be done by X-ray machine or other means to
detect the contraband.\textsuperscript{343}

However, any further warrantless border search of data accessible from the mobile phone
would be beyond the scope of the Border Search Exception doctrine based on Ramsey and Katz,
and bolstered by Riley and Carpenter.\textsuperscript{344} That is, a warrantless search of the data of the mobile
phone to determine a person’s ideology to further determine whether a person is a terrorist would be
“particularly offensive,” unreasonable, and thereby likely unconstitutional under the Fourth
Amendment.\textsuperscript{345} To otherwise be constitutional would require a warrant from a judicial officer based
on probable cause.\textsuperscript{346}

VI. SOME OF ACADEMIA RELUCTANT TO REQUIRE A WARRANT FOR A BORDER SEARCH OF
MOBILE DEVICE DATA

Review of the case law of the Border Search Exception doctrine shows that courts are
reluctant to require CBP officials to obtain a warrant based on probable cause for some types of
searches.\textsuperscript{347} Some of Academia is equally reluctant to demand that there may be a particular border
search that may require a warrant based on probable cause.\textsuperscript{348} These academics recognize that there

\begin{itemize}
\item See Inspection of Electronic Devices, supra note 8; FBI, WHAT WE INVESTIGATE, supra note 32 (stating terrorism is conducted by people with extremist ideology).
\item See Motion to Dismiss supra note 19 at 3.
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is a balance of the country’s public interest and the individual privacy’s interest at the border.\textsuperscript{349} Further, these academics recognizes that the search of mobile device data is a challenge in balancing these two interests.\textsuperscript{350} Some academics even recognize that \textit{Riley} may have an impact on the search of mobile device data at the border.\textsuperscript{351} However, academics cited herein are still reluctant to acknowledge that a border search of mobile device data may require a warrant based on probable cause because it contravene a person reasonable expectation of privacy in his/her mobile device data, thereby being “particular offensive.”\textsuperscript{352} Moreover, some academics do not acknowledge that the \textit{Katz} test should be applied to border searches, even though \textit{Ramsey} states that some border searches can be particularly offensive to require a search warrant (despite not providing \textit{Ramsey} any guidance on which border searches are particularly offensive).\textsuperscript{353}

Instead, some academics (cited herein) focus on the characterization of border searches of a mobile device as routine or non-routine as categorized by the courts.\textsuperscript{354} Routine searches are cursory searches of a person or their belongings such as questioning, pat-downs, and thorough search of their belongings.\textsuperscript{355} Alternatively, non-routine searches are exhaustive searches, that can include strip searches, body cavity searches, and involuntary x-rays.\textsuperscript{356} Routine searches require no particularized suspicion while non-routine searches require some level of reasonable individualized suspicion.\textsuperscript{357} Further, some of the legal literature then proceeds to characterize the border search of mobile device data as a non-routine search requiring some individualized suspicion, either reasonable suspicion or probable cause, even in view of the \textit{Riley} decision by the U.S. Supreme Court.\textsuperscript{358} Generally, this author found no demands in the legal literature for a warrant based on

---

\textsuperscript{349} Miller, supra note 15. Park, supra note 42, at 314.

\textsuperscript{350} Park, supra note 42, at 313 (stating “[w]hile the [Caballero] court expressed some reservations about applying the \textit{Riley} standard of probable cause at the border, the court emphasized its greater concern that ‘a cell phone search threatens significant individual privacy interests,’ and reiterated the concern expressed by the Supreme Court in \textit{Riley} that ‘cell phones, as a category, implicate privacy concerns far beyond those implicated by the search of a cigarette pack, a wallet, or a purse.’ Thus, “[a]lthough \textit{Riley} could be applied to a cell phone search at the border, this [c]ourt is bound by Cotterman.”).

\textsuperscript{351} Id.; Miller, supra note 15 (stating “\textit{Riley} should lead to significant changes in the digital border search doctrine. Courts should reconsider whether to extend the border search exception to digital searches, drawing on \textit{Riley}’s balancing test. \textit{Riley} supports the conclusion that digital searches—which can be even more intrusive than the search of one’s home—fall outside the scope of the border search exception, which is traditionally justified by the government’s interest in preventing unwanted people and contraband from entering the country.”).

\textsuperscript{352} Miller, supra note 15 (stating “[b]ut even if courts find the border search exception applies, \textit{Riley} should lead them to treat digital searches as nonroutine searches requiring reasonable suspicion or probable cause.”); Park, supra note 42, at 311-12 (stating “In line with these cases, this Article urges that, just as efforts to require reasonable suspicion for digital device searches”).

\textsuperscript{353} \textit{Ramsey}, 431 U.S. at n. 13.

\textsuperscript{354} Park, supra note 42, at 288 (stating “[o]ne district court attempted to distinguish between routine and nonroutine searches by differentiating between a ‘quick look’ and an ‘exhaustive search.’”).

\textsuperscript{355} Miller, supra note 15, at 1959-1960.

\textsuperscript{356} Id. at 1960.

\textsuperscript{357} Park, supra note 42, at 288.

\textsuperscript{358} Miller, supra note 15 (stating that “But even if courts find the border search exception applies, \textit{Riley} should lead them to treat digital searches as nonroutine searches requiring reasonable suspicion or probable cause.”). Park,
probable cause for border searches of mobile device data.\textsuperscript{359} Although some legal scholars found that U.S. Supreme Court jurisprudence regarding the Border Search Exception doctrine allowed that some searches are particularly offensive, including the border searches of mobile device data,\textsuperscript{360} they generally concluded that border searches required only reasonable suspicion or at most probable cause.\textsuperscript{361} None of the cited scholars mentioned Katz as a guidepost in determining whether a border search of mobile device data requires a search warrant based on probable cause.\textsuperscript{362}

The difference between the general academic conversation and the discussion herein is the focus on the underlying rationale of the Border Search Exception doctrine, limitations of the Border Search Exception doctrine, and a person’s reasonable expectation of privacy may construe particular border searches to be “particularly offensive” and may require obtaining a warrant in view of Katz, and recent U.S. Supreme Court case law.\textsuperscript{363} The underlying rationale of the Border Search Exception doctrine includes determining whether a person at the border has a legal right to enter the U.S. and whether their belongings contain contraband.\textsuperscript{364} Once it is determined that a person can legally enter the United States and is carrying no contraband, the Border Search Exception doctrine indicates that any further search may be “particularly offensive” without obtaining a warrant based on probable cause.\textsuperscript{365} A person’s reasonable expectation of privacy can guide which border searches are particularly offensive to require a warrant.\textsuperscript{366}

Mobile device data is extensive and personal\textsuperscript{367} such that a person has a reasonable expectation of privacy to mobile device data.\textsuperscript{368} Any border search of mobile device data would likely require a warrant based on probable cause.\textsuperscript{369} Riley reinforces this finding by holding that search of mobile device data requires a warrant even when the mobile device is found during a Search Incident to Arrest (another exception to the Fourth Amendment search warrant requirement) and location data of a mobile device in the normal course of an investigation.\textsuperscript{370} However, some of the legal literature seems reluctant to make a similar claim.\textsuperscript{371}

Moreover, some legal literature even claim that the Border Search Exception doctrine allows for warrantless search of a person and their belongings to determine whether a person entering the U.S. is a terrorist.\textsuperscript{372} However, as discussed herein, that is an overbroad interpretation of the Border Search Exception doctrine that should be discarded.\textsuperscript{373} The Border Search Exception
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doctrine allows for a warrantless search of a person and a person’s belongings to determine whether the person can legally enter the U.S. and whether the belongings contain any contraband, nothing more.\textsuperscript{374} Any further border search, including a border search of mobile device data to ascertain whether a person has a terrorist ideology, can infringe on the person’s reasonable expectation of privacy, making the border search “particularly offensive”, thereby possibly requiring a search warrant based on probable cause.\textsuperscript{375}

VII. CONCLUSION

A border search of mobile device data should require a warrant based on probable cause.\textsuperscript{376} This conclusion is based on the rationale of the Border Search Exception, Ramsey, and Katz and strengthened by the Riley and Carpenter underlying.\textsuperscript{377} The rationale of the Border Search Exception is rooted in the idea that both the country and the individual have privacy interests.\textsuperscript{378} Further, the Border Search Exception balances the public interest to protect the country from imminent harm with the individual’s privacy interest at the border.\textsuperscript{379} In addition, the Border Search Exception allows for only a warrantless search of the person and their belongings to determine whether the person can legally enter the U.S. and whether the person is carrying contraband.\textsuperscript{380} Once the person is determined to be able to enter the U.S. legally and it is determined that the person carries no contraband, the public interest at the border is extinguished.\textsuperscript{381} Thereafter, the individual’s privacy interest is heightened based on the person’s reasonable expectation of privacy to such an extent that any further search may require a warrant based on probable cause.\textsuperscript{382}

With regard to the border search of mobile device data, courts have characterized such a search as non-routine, thereby requiring some level of individualized suspicion such as reasonable suspicion or probable cause.\textsuperscript{383} However, these lower courts are reluctant, even in view of Katz, Riley, and Carpenter to require any higher threshold for individualized suspicion in conducting a border search.\textsuperscript{384} These lower courts misunderstand the Border Search Exception doctrine to mean
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that CBP officials have almost unbridled authority to search a person and their belongings at the border in the name of the national security.\textsuperscript{385}

Instead, the underlying rationale of the Border Search Exception holds that once it is determined that a person can legally enter the U.S. and their belongings including the mobile device, any further border search, especially a warrantless border search of a person’s mobile phone data, would be an infringement on the person’s reasonable expectation of privacy resulting in the border search to be “particularly offensive.”\textsuperscript{386} Therefore, although the U.S. Supreme Court has opined that the Border Search Exception has limits without providing guidance, established Fourth Amendment jurisprudence and recent U.S. Supreme Court case law provides the guidance that may require CBP officials to obtain a warrant based on probable cause prior to conducting a border search of mobile device data.\textsuperscript{387} Failure to do so would likely be unconstitutional.\textsuperscript{388}
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